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OPERATING TERMINAL
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FIG. 15

TRANSMISSION SPEED PRIORITY MANAGEMENT TABLE
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FIG. 16
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FIG. 17

LOG MANAGEMENT TABLE

DATE
LOGID LOG DATA SESSION ID MANAGEMENT DATA
001 invite sel 2009.11.10.13:45
002 bye sel 2009.11.10.14:30

025 invite se80 2010.2.3.9:32
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Olaa 1.21.3 A B
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FIG. 22
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FIG. 28
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APPARATUS, SYSTEM, AND METHOD OF

LOG MANAGEMENT, AND RECORDING

MEDIUM STORING LOG MANAGEMENT
PROGRAM

CROSS-REFERENCE TO RELATED
APPLICATIONS

This patent application is based on and claims priority
pursuant to 35 U.S.C. §119 to Japanese Patent Application
Nos. 2010-82249, filed on Mar. 31, 2010, and 2011-6612,
filedon Jan. 17,2011, in the Japanese Patent Office, the entire
disclosure of which is hereby incorporated herein by refer-
ence.

FIELD OF THE INVENTION

The present invention generally relates to a log manage-
ment system that receives and manages log data from a trans-
mission terminal that produces the log data.

BACKGROUND

Recently, a transmission system such as a communication
system, which transmits call data including image data and
audio data between transmission terminals such as commu-
nication terminals, has been common with the demand to
reduce expense and time for business trips. The spread of
broadband environments now enables transmission and
reception of high-quality image data or audio data, making it
easy to grasp the situation of the other side of caller, which
enhances the quality of communication.

For instance, in a mobile phone transmission system, when
communication terminals start a call, a call request commu-
nication terminal requests a call destination communication
terminal to transmit call start request data and further requests
a communication management device to start calling. The
communication management device manages these commu-
nication terminals, by management data session. The com-
munication management device, having received the call start
request data, requests a relaying device that relays the call
data to connect a communication network between these
communication terminals. When this communication net-
work is connected between communication terminals via the
relaying device, a call data session for transmitting the call
data is started. When terminating the call, either one of the
communication terminals terminates the call data session,
and transmits call end data to the communication manage-
ment device through the management data session. In this
way, the communication management device receives the call
start request data or the call end data, while associating this
data with time information. In this manner, the communica-
tion management device is able to manage duration time of
the call.

However, the management data session may be interrupted
after the call data session is started between communication
terminals due to a failure caused in a network or the commu-
nication management device. In such case, the call data ses-
sion may be continued as long as the communication network
between communication terminals is connected. However,
the communication terminal does not transmit the call end
data to the communication management device through the
management data session.

Japanese Patent Application Publication No. 2000-112706
describes a log management system, in which log data regard-
ing a printing job generated by a first computer is managed by
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a second computer. The first computer judges the operating
state of the second computer, and operates to transmit the log
data to the system.

SUMMARY

If this method performed by the log management system
described in Japanese Patent Application Publication No.
2000-112706 is applied to the above-described transmission
system in which the management data session is interrupted,
the communication terminal may be able to temporarily hold
the call end data, and transmit the call end data when the
operating state of the communication management device
indicates that the communication management device nor-
mally operates. However, the communication management
device needs to transmit data regarding the operating state in
response to an inquiry of the communication terminal. There-
fore, the communication management device becomes over-
loaded when there are a large number of communication
terminals in the transmission system. Further, the communi-
cation terminal transmits log data after requesting an operat-
ing state of the communication management device. This
may cause a time lag between the time when the communi-
cation management device becomes manageable state for
new log data and the time when the communication terminal
transmits the log data. For instance, when the communication
terminal is designed to request the management device for its
operating state once per week, the log data may not be trans-
mitted up to one week even if the communication manage-
ment device becomes capable of managing new log data.
Hence, transmission of the log data may be delayed,
adversely affecting on management of log data by the com-
munication management device.

In view of the above, example embodiments of the present
invention include an apparatus, system, method, and a com-
puter program, each capable of managing transmission of log
data generated by a transmission terminal from the transmis-
sion terminal to a log management device, by obtaining
detection result data indicating whether a predetermined
event is detected at the log management device, determining
whether the log data is to be transmitted from the transmission
terminal to the log management device based on the detection
result data to generate a determination result, and transmitting
the transmission approval data having the determination
result to the transmission terminal to cause the transmission
terminal to process the log data according to the determina-
tion result of the transmission approval data.

In addition to the above-described example embodiments,
the present invention may be practiced in various other ways.

BRIEF DESCRIPTION OF THE DRAWINGS

A more complete appreciation of the disclosure and many
of the attendant advantages and features thereof may be
readily obtained and understood from the following detailed
description with reference to the accompanying drawings,
wherein:

FIG. 1 is a schematic drawing of a transmission system
according to one embodiment of the invention;

FIG. 2 is a hardware configuration diagram of a transmis-
sion terminal according to one embodiment of the invention;

FIG. 3 is a hardware configuration diagram of a transmis-
sion management system, a relaying device, a program pro-
viding system, or a maintenance system according to one
embodiment of the invention;

FIG. 4 is a functional block diagrams illustrating a func-
tional structure of a transmission system of FIG. 1;



US 9,077,621 B2

3

FIG. 5 is a conceptual diagram of a storage management
table;

FIG. 6 is a conceptual diagram of a temporary log manage-
ment table;

FIG. 7A, FIG. 7B, and FIG. 7C are conceptual diagrams
each illustrating image quality of image data;

FIG. 8 is a conceptual diagram of a change quality man-
agement table;

FIG. 9 is a conceptual diagram of a relaying device man-
agement table;

FIG. 10 is a conceptual diagram of a terminal authentica-
tion management table;

FIG. 11 is a conceptual diagram of a terminal management
table;

FIG. 12 is a conceptual diagram of a destination list man-
agement table;

FIG. 13 is a conceptual diagram of a session management
table;

FIG. 14 is a conceptual diagram of an address priority
management table;

FIG. 15 is a conceptual diagram of a transmission rate
priority management table;

FIG. 16 is a conceptual diagram of a quality management
table;

FIG.17is aconceptual diagram of a log management table;

FIG. 18 is a conceptual diagram of a detection result data
management table;

FIG. 19 is a conceptual diagram of a log management
device management table;

FIG. 20 is a conceptual diagram of an destination terminal
management table;

FIG. 21 is a sequential diagram illustrating operation of
managing state data indicating an operating state of a relaying
device;

FIG. 22 is a conceptual diagram illustrating transmission or
reception of data in the transmission system of FIG. 1;

FIG. 23 is a sequential diagram illustrating operation of
preparing before starting communication between transmis-
sion terminals;

FIG. 24 is a sequential diagram illustrating operation of
narrowing down a number of relaying devices;

FIG. 25 is a flowchart illustrating operation of narrowing
down a number of relaying devices;

FIG. 26 is an illustration for explaining calculation of pri-
ority point performed in selecting a relaying device;

FIGS. 27A and 27B are a conceptual diagram illustrating
operation of selecting a relaying device at a transmission
terminal;

FIG. 28 is a flowchart illustrating operation of selecting a
relaying device at a transmission terminal;

FIG. 29 is a sequential diagram illustrating operation of
transmitting and receiving image data and audio data between
transmission terminals;

FIG. 30 is a flowchart illustrating operation of transmitting
detection result data, performed by a log management sys-
tem;

FIG. 31 is a flowchart illustrating operation of transmitting
transmission approval data;

FIG. 32 is a flowchart illustrating operation of transmitting
or storing log data, performed by a transmission terminal;

FIG. 33 is a flowchart illustrating operation of transmitting
log data to a transmission management device, performed by
a transmission terminal; and

FIG. 34 is a perspective view illustrating the outer appear-
ance of a transmission terminal according to an example
embodiment of the present invention.
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The accompanying drawings are intended to depict
example embodiments of the present invention and should
not be interpreted to limit the scope thereof. The accompany-
ing drawings are not to be considered as drawn to scale unless
explicitly noted.

DETAILED DESCRIPTION OF EXAMPLE
EMBODIMENTS

The terminology used herein is for the purpose of describ-
ing particular embodiments only and is not intended to be
limiting of the present invention. As used herein, the singular
forms “a”, “an” and “the” are intended to include the plural
forms as well, unless the context clearly indicates otherwise.
It will be further understood that the terms “includes” and/or
“including”, when used in this specification, specity the pres-
ence of stated features, integers, steps, operations, elements,
and/or components, but do not preclude the presence or addi-
tion of one or more other features, integers, steps, operations,
elements, components, and/or groups thereof.

In describing example embodiments shown in the draw-
ings, specific terminology is employed for the sake of clarity.
However, the present disclosure is not intended to be limited
to the specific terminology so selected and it is to be under-
stood that each specific element includes all technical equiva-
lents that operate in a similar manner.

<Configuration of a Transmission System>

One embodiment of the invention will be illustrated below
with reference to FIG. 1 to FIG. 34. At first, an outline of one
embodiment will be illustrated with FIG. 1, which is a sche-
matic drawing of a transmission system according to one
embodiment of the invention.

The transmission system includes a data providing system,
which transmits contents data in one direction from one trans-
mission terminal to another transmission terminal via a trans-
mission management system, and a communication system,
which transmits data such as information that conveys emo-
tion in interactive way between transmission terminals via the
transmission management system. The communication sys-
tem is a kind of system, which transmits data or emotion data
interactively between communication terminals (referred to
as “transmission terminals™) via a communication manage-
ment system (referred to as “transmission management sys-
tem”). For instance, the communication system may be a
videoconference system, a videophone system, an audio con-
ferencing system, a voice call system, a personal computer
screen sharing system, etc.

In this embodiment, the transmission system, the transmis-
sion management system, and the transmission terminal will
be illustrated using a videoconference system as an example
of the communication system, a videoconference manage-
ment system as an example of the communication manage-
ment system, and a videoconference terminal as an example
of the communication terminal. That is to say, the transmis-
sion terminal and the transmission management system may
be applied not only to the videoconference system but also to
the communication system or the transmission system.

The transmission system 1, shown in FIG. 1, includes two

or more transmission terminals (10aa, 10ab, . . . , 10db),
displays (120aa, 120ab, . . ., 120db) for each transmission
terminal (10aa, 10ab, . . . , 10db), two or more relaying

devices (30a, 305, 30c, 30d), the transmission management
system 50, a program providing system 90, and a mainte-
nance system 100. The transmission management system 50
includes a transmission management device 500 and a log
management system 55. The log management system 55
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includes two or more log management devices (550a,
5500, . . ., 550d) and a transmission approval data manage-

ment device 570.

Each transmission terminal 10 transmits or receives image
data and audio data as an example of the contents data. The
“transmission terminal” is simply abbreviated as “terminal”
below. In addition, in this embodiment, an arbitrary terminal
of the terminals (10aa, 10ab, . . . , 10db) is indicated as
“terminal 10”. An arbitrary display of the displays (120aa,
120ab, .. .,120db) is indicated as “display 120”. An arbitrary
relaying device of the relaying devices (30a, 305, 30¢, 30d) is
indicated as “relaying device 30”. An arbitrary log manage-
ment device of the log management devices (550a,
5500, . . ., 5504d) is indicated as “log management device
5507

The terminal 10 transmits or receives call data with another
terminal 10. The call data is any data to be transmitted or
received during a session between the terminals, which
includes image data, audio data, and so on. In this embodi-
ment, an image of the image data is implemented as a moving
image, however, the image data may include a still image. The
relaying device 30 relays the call data (the image data and the
audio data) between two or more terminals 10.

The transmission management device 500 of the transmis-
sion management system 50 manages the terminal 10 and the
relaying device 30 in an integrated fashion. The log manage-
ment device 550 of the transmission management system 50
receives log data from the terminal 10, and manages the log
data. The log data is any data that is related to a session
established for transmitting the call data between terminals
10. The transmission approval data management device 570
determines whether or not the terminal 10 should transmit the
log data to the log management system 55. For example, the
transmission approval data management device 570 gener-
ates transmission approval data indicating that the log data is
to be transmitted based on the determination result. When the
determination result changes, the transmission approval data
management device 570 transmits the transmission approval
data to the terminal 10 to cause the terminal 10 to transmit the
log data or not to transmit the log data.

In FIG. 1, each router (70a, 705, . . . , 70%) selects an
optimal route for transmitting the call data (the image data
and the audio data) or the log data. An arbitrary router of the
routers (70a, 705, . . ., 704) is indicated as “router 70”.

The program providing system 90 includes a hard disk. The
hard disk stores a terminal program, which implements a
variety of functions or operations to be performed by the
terminal 10. The program providing system 90 transmits the
program to the terminal 10. In addition, the hard disk stores a
relaying device program, which implements a variety of func-
tions or operations to be performed by the relaying device 30.
The program providing system 90 transmits the program to
the relaying device 30. Furthermore, the hard disk stores a
transmission management device program, a log manage-
ment device program, and a transmission approval data man-
agement device program, which implements a variety of
functions or operations to be performed by the transmission
management device 500, the log management device 550,
and the transmission approval data management device 570,
respectively. The program providing system may transmit
these programs to the transmission management system 50.

The maintenance system 100 is a computer, which main-
tains or manages at least one of the terminal 10, the relaying
device 30, the transmission management system 50, and the
program providing system 90. For instance, when the main-
tenance system 100 is installed within a country, and the
terminal 10, the relaying device 30, the transmission manage-
ment system 50, or the program providing system 90 is
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installed outside of the country, the maintenance system 100
maintains or manages remotely at least one ofthe terminal 10,
the relaying device 30, the transmission management system
50, and the program providing system 90 over a communica-
tion network 2. In addition, the maintenance system 100
maintains a model number, a product serial number, a sale
destination, a history of failure for management, and so on,
each relating to at least one of the terminal 10, the relaying
device 30, the transmission management system 50, and the
program providing system 90, without using the communi-
cation network 2.

The terminal 10aa, the terminal 10ab, the relaying device
30a, and the router 70a are connected so as to transmit data
over a LAN 2a. The terminal 10ba, the terminal 1055, the
relaying device 304, and the router 705 are connected so as to
transmit data over a LAN 24. The LAN 2A and the LAN 24
are connected so as to transmit data over a dedicated line tab
having router 70c¢, which is constructed in a predetermined
area A. For instance, the area A may be located in Japan. The
LAN 2a may be constructed in Tokyo office, and the LAN 25
may be constructed in Osaka office.

On the other hand, the terminal 10ca, the terminal 10¢h, the
relaying device 30c¢, and the router 70f are connected so as to
transmit data over a LAN 2¢. The terminal 10da, the terminal
10db, the relaying device 304, and the router 70g are con-
nected so as to transmit data over a LAN 2d. The LAN 2¢ and
the LAN 2d are connected so as to transmit over an exclusive
line 2¢d having the router 70e, which is constructed in a
predetermined area B. For instance, the area B may be located
in U.S.A. The LAN 2¢may be constructed in New York office,
and the LAN 2d may be constructed in Washington, D.C.
office.

In addition, the transmission management device 500, the
log management device 550, and the transmission approval
data management device 570 are connected so as to transmit
data over the LAN 2e. The communication management sys-
tem 50 and the program providing system 90 are connected so
as to transmit data with the terminal 10 and the relaying
device 30 over Internet 2i. The communication management
system 50 and the program providing system 90 may be
installed in the area A, the area B, or the other area.

Meanwhile, in this embodiment, the communication net-
work 2 is constructed by the LAN 24, the LAN 25, the
exclusive line tab, the Internet 2i, the exclusive line 2¢d, the
LAN 2c¢, the LAN 24, and the LAN 2e. The communication
network 2 includes not only a wired part but also a wireless
part for transmission.

InFIG. 1, under each of the terminal 10, the relaying device
30, the transmission management device 500, the log man-
agement device 550, the transmission approval data manage-
ment device 570, the router 70, the program providing system
90, and the maintenance system 100, a set of four numerals is
shown to indicate an IP address in compliance with IPv4 in
simplified form. For instance, the IP address of the terminal
10aa is “1.2.1.3.” Alternatively, [IPv6 may be used instead of
IPv4. However, in this example, IPv4 will be used for the
descriptive purposes.

<<Hardware Configuration of this Embodiment>>

Next, a hardware configuration of this embodiment will be
illustrated. In this embodiment, it is assumed that a delay
occurs when receiving the image data at the terminal 10. In
this case, the relaying device 30 changes image resolution of
the image data, and transmits the image data to the terminal
10.

FIG. 34 is an outline diagram of the terminal according to
this embodiment. In FIG. 34, the terminal 10 includes a body
1021, an arm 1074, and a camera housing 1075. The terminal
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10 is provided with an inlet surface 1021e having two or more
inlets, which is formed across substantially the entire surface
of anterior sidewall 1021a of the body 1021. The terminal 10
further includes an outlet surface having two or more outlets,
which is formed across substantially the entire surface of
posterior sidewall 10215 of the body 1021. This enables to
introduce air from the front side of the terminal 10 through the
inlet surface 1021e and to exhaust air toward the rear side of
the terminal 10 through the outlet surface, by a cooling fan
that is built in the terminal 10. The terminal 10 includes a
sound absorption hole 1021/ formed at the central surface of
the anterior sidewall 1021a, which absorbs sound such as
voice, tone, and noise through a built-in microphone 114. The
terminal 10 includes a connecting port 1021g that may be
implemented by a hardware interface, and is used to connect
a cable terminal of an external device such as an external
camera, microphone, or speaker. The connecting port 1021¢g
is formed at the surface of bottom sidewall of the body 1021.

The terminal 10 includes an operation panel 1022 that is
formed at the left portion of the body 1021 when viewed from
the top. The terminal 10 further includes an operation button
108 and a power switch 109, which are each provided on the
operation panel 1022. In addition, two or more output holes
1022f each outputting sound from a built-in speaker 115 are
formed on the operation panel 1022. The arm 1074 and the
camera housing 1075A are accommodated in a concave area
1021p, which is formed at the right side of the body 1021
when viewed from the top.

The arm 1074 is assembled to the body 1021 by a torque
hinge 1073. This enables the arm 1074 to rotate in the direc-
tions of top, bottom, right, and left, with respect to the top
surface of the body 1021, while making a pan angle 61 rang-
ing from plus 180 degrees and minus 180 degrees and a tilt
angle 02 ranging from 0 to 90 degrees with the top surface of
the body 1021. When the arm 1074 is tilted at a relative tile
angle of about 45 degrees, a clicking sound is generated.

The camera housing 1075 further includes thereon a built-
in camera 112, which captures an image of a user, a room, etc.
The camera housing 1075 is provided with a torque hinge
1075a. The camera housing 1075 is fixed on the arm 1074 by
a torque hinge 10754. Thus, the camera housing 1075 can be
rotated toward the front and rear sides of the terminal 10 ina
tilt angle 63 ranging from about 100 degrees toward the front
side to about 90 degrees toward the rear side. The angle
degree of which the camera housing 1075 and the arm 1074
are arranged in line with each other is 0 degree.

In this example, a hardware structure ofthe relaying device
30, the transmission management system 50, the program
providing system 90, and the maintenance system 100 are
substantially the same to that of a common server or com-
puter. Thus, an explanation of the hardware structure is omit-
ted.

FIG. 2 is a hardware configuration diagram of the terminal
according to one embodiment of the invention. As indicated
in FIG. 2, the terminal 10 of this embodiment contains a CPU
(Central Processing Unit) 101, which controls entire opera-
tion of the terminal 10; a ROM (Read Only Memory) 102,
which stores the terminal program therein; a RAM (Random
Access Memory) 103, which is used for work area of the CPU
101; a flash memory 104, which stores various data such as
the image data and the audio data; a SSD (Solid State Drive)
105, which controls read-out or write-in of various data to the
flash memory 104 under control of the CPU 101; a media
drive 107, which controls read-out or write-in (storing) of
data to a recording medium 106; an operation button 108,
which is operated when a user selects an destination terminal
10; apower switch 109, which switches the power between on
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and off; and a network I/F (interface) 111, which transmits
data over the communication network 2.

In addition, the terminal 10 contains the built-in camera
112, which takes an image of an object to obtain the image
data; an imaging device I/F 113, which controls to drive the
camera 112; the built-in microphone 114, which inputs audio
data; a built-in speaker 115, which outputs audio data; an
audio input-output I/F 116, which processes input or output of
audio signal between the microphone 114 and the speaker 115
under control of the CPU 101; a display I/F 117, which
transmits the image data to an external display 120 under
control of the CPU 101, a external device connection I/F 118,
which is connected to the connecting port 1021g to connect
various external devices; and a bus line 110 such as an address
bus or a data bus, which connects the above-described com-
ponents electrically as illustrated in FIG. 2.

The display 120, which may be composed of liquid crystal
or organic EL, displays an image of an object, an icon for
operation, and so on. The display 120 is connected to the
display OF 117 by a cable 120c¢. The cable 120¢ may be a
cable for analog RGB (VGA) signals, component video,
HDMI (High-Definition Multimedia Interface) signals, or
DVI (Digital Video Interactive) signals.

The camera 112 contains a lens, and an image pickup
device that converts light to electric charge to digitize a still
image or a video image of an object. The image pickup device
may be made of a CMOS (Complementary Metal Oxide
Semiconductor) or CCD (Charge Coupled Device).

The external device connection I/'F 118 may be connected
to an external device such as an external camera, an external
microphone, and an external speaker by a USB (Universal
Serial Bus) cable. When the external camera is connected, the
external camera is driven before the built-in camera 112 is
driven under control of the CPU 101. In a substantially similar
manner, when the external microphone or the external
speaker is connected, the external microphone or the external
speaker is driven before the built-in microphone 114 or the
built-in speaker 115 is driven under control of the CPU 101.

In the above-described example, the recording medium
106 is removably attached to the terminal 10. The flash
memory 104 may be replaced with a nonvolatile memory,
such as EEPROM (Electrically Erasable and Programmable
ROM), to read-out or write-in data under control of the CPU
101.

Furthermore, the terminal program described above may
be distributed by a computer-readable recording medium
such as the recording medium 106. Further, the terminal
program may be stored in the form of file that is installable or
executable by a general-purpose computer.

FIG. 3 is a hardware configuration diagram of the trans-
mission management device according to one embodiment of
the invention. The transmission management device 500 con-
tains a CPU 201, which controls entire operation of the trans-
mission management device 500; a ROM 202, which stores
the transmission management device program; a RAM 203,
whichis used for work area of the CPU 201; a HD (Hard Disk)
204, which stores various data; a HDD (Hard Disk Drive)
205, which controls read-out or write-in of various data to the
HD 204 subject to a control of the CPU 201; a media drive
207, which controls read-out or write-in (storing) of data to a
recording medium 206 such as a flash memory; a display 208,
which displays various information such as a cursor, a menu,
a window, text, and images; a network I/F 209, which trans-
mits data over the communication network 2; akeyboard 211,
which has multiple keys that may be used to input a letter, a
figure, or various directions; a mouse 212, which is used to
select or to indicate various directions or a processing object,
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or to move a cursor; a CD-ROM drive 214, which controls
read-out or write-in of data to a CD-ROM (Compact Disc
Read Only Memory) 213 as an example of removable record-
ing medium; and a bus line 210 such as an address bus or a
data bus, which connects the above components electrically
as illustrated in FIG. 3.

Furthermore, the transmission management device pro-
gram described above may be stored in a computer-readable
recording medium such as the recording medium 206 or the
CD-ROM 213, in the form of a file that is installable or
executable by a general-purpose computer, for distribution.

In this example, a hardware configuration of the log man-
agement device 550 is substantially similar to that of the
transmission management device 500 described above,
except that the ROM 202 stores the log management device
program, which controls the log management device 550. In
such case, the log management device program may be stored
in a computer-readable recording medium such as the record-
ing medium 206 or the CD-ROM 213, in the form of a file that
is installable or executable by a general-purpose computer for
distribution.

Further, in this example, a hardware configuration of the
transmission approval data management device 570 is sub-
stantially similar to that of the transmission management
device 500 described above, except that the ROM 202 stores
the transmission approval data management device program,
which controls the transmission approval data management
device 570. In such case, the transmission approval data man-
agement device program may be stored in a computer-read-
able recording medium such as the recording medium 206 or
the CD-ROM 213, in the form of a file that is installable or
executable by a general-purpose computer, for distribution.

Further, a hardware configuration of the relaying device 30
is substantially similar to that of the transmission manage-
ment device 500 described above, except that the ROM 202
stores the relaying device program, which controls the relay-
ing device 30. In such case, the relaying device program may
be stored in a computer readable recording medium such as
the recording medium 206 or the CD-ROM 213, in the form
of a file that is installable or executable by the general-pur-
pose computer.

Further, a hardware configuration of the program provid-
ing system 90 is substantially similar to that of the transmis-
sion management device 500 described above, except that the
ROM 202 stores the program providing system program,
which controls the program providing system 90. In such
case, the program providing system program may be stored in
a computer readable recording medium such as the recording
medium 206 or the CD-ROM 213, in the form of a file install-
able or executable by the general-purpose computer for dis-
tribution.

Furthermore, a hardware configuration of the maintenance
system 100 is substantially similar to that of the transmission
management device 500 described above, except that the
ROM 202 stores the maintenance system program, which
controls the maintenance system 100. In such case, the main-
tenance system program may be stored in a computer read-
able recording medium such as the recording medium 206 or
the CD-ROM 213, in the form of a file installable or execut-
able by the general-purpose computer for distribution.

Alternatively, any one of the above-described programs
may be stored in any desired recording medium such as a
CD-R (Compact Disc Recordable), a DVD (Digital Versatile
Disk), or a Blue-ray™ disc for distribution.

<<Functional Configuration of this Embodiment>>

A functional configuration of this embodiment will be
illustrated below. FIG. 4 is a functional block diagram of the
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terminal, device, and system of the transmission system 1
according to one embodiment of the invention. In FIG. 4, the
terminal 10, the relaying device 30, and the transmission
management system 50 are connected so as to transmit data
with one another over the communication network 2. For
simplicity, the program providing system 90 and the mainte-
nance system 100 shown in FIG. 1 are omitted in FIG. 4.
<Functional Configuration of the Terminal>

The terminal 10 has a function to carry out a session to
transmit the call data to another terminal. In addition, the
terminal 10 has a function to transmit log data relating to the
session to the transmission management system 50. In order
to implement these functions, the terminal 10 contains a
transmit/receive unit 11, an operation input accepting unit 12,
a login requesting unit 13, an imaging unit 14a, an image
display control unit 145, an audio input unit 15a, an audio
output unit 155, a second selection unit 16, a delay detecting
unit 17, a log producing unit 18, a write/read processing unit
19, and a selecting unit 20. Each unit corresponds to one or
more functions or means, which may be implemented by any
component shown in FIG. 2, run by commands from the CPU
101 that are generated in accordance with the program stored
in the ROM 102 when the program is loaded onto the work
area of the CPU 201. In addition, the terminal 10 contains a
storage unit 1000, which is constructed by the SSD 105
shown in FIG. 2.

(Storage Management Table)

The storage unit 1000 includes a storage management DB
(database) 1001, which stores a storage management table
shown in FIG. 5. The storage management table manages
priority data indicating the degree of priority in selecting the
log management device as a destination of the log data from
among two or more log management devices. The storage
management table of FIG. 5 stores the priority data in asso-
ciation with a log management device ID (Identification) for
identifying the log management device, an IP address of the
log management device, log type data for indicating a type of
the log data, and transmission approval data for indicating
whether to transmit the log data having the specific logtype to
the specific log management device 550.

In this example, the log type data of the log data is deter-
mined based on the degree of priority of the log data that is to
be transmitted to the log management device 550. The log
type data “priority” indicates that the log data is to be trans-
mitted in high priority. The log type data “general” indicates
that the log data is not to be transmitted at least temporarily. In
this example, the log type data includes all types of the log
data other than the log type data “general”. The log data,
which is classified into each log type data, is stored in a
predetermined storage area ofthe terminal 10. In this embodi-
ment, the log data relating to “interruption of transmitting the
audio data” or “interruption of transmitting the image data” is
classified into the log type data “priority”, and the other types
of'log data are classified to the log type data “general”.

The transmission approval data “approval” indicates that
the log data is to be transmitted from the terminal 10 to the log
management device 550 instantly. The transmission disap-
proval data “disapproval” indicates that the log data is to be
temporarily stored without being transmitted to the log man-
agement device 550. The storage management table shown in
FIG. 5 indicates that the log management device having the
degree of priority is “1”, which is to be firstly selected by the
terminal 10 as a destination to which the log data is to be
transmitted, has the log management device ID of “A” and the
IP address of “1.1.1.3”. The table of FIG. 5 further indicates
that the log data, which is classified into the log type data
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“priority”, is to be transmitted to the log management device
having the degree of priority “1”.

(Temporary Log Management Table)

The storage unit 1000 further includes a temporary log
management DB 1002, which stores a temporary log man-
agement table shown in FIG. 6. The temporary log manage-
ment table of FIG. 6 stores a session ID for uniquely identi-
fying a call data session in which the call data is transmitted
to another terminal, the log data for indicating log or history
of processes that are performed in relation to the call data
session, and time information in association indicating the log
data is generated, in association with one another.

<Functional Units of the Terminal>

Each functional unit of the terminal will be illustrated in
detail. The transmit/receive unit 11 of the terminal 10, which
is implemented by the network I/F 111 shown in FIG. 2,
transmits and receives various data (information) to or from
another terminal, device, or system over the communication
network 2. The operation input accepting unit 12, which is
implemented by the operation button 108 and the power
switch 109 shown in FIG. 2, accepts various inputs from user.
For instance, when the user turns on the power switch 109, the
operation input accepting unit 12, shown in FIG. 4, receives a
request for power-on and turns on the power.

The login requesting unit 13, which is implemented by
commands from CPU 101 shown FIG. 2, automatically trans-
mits login request data that requests for logging in process,
and current 1P address of a requester terminal 10, to the
transmission management device 500 over the communica-
tion network 2 by the transmit/receive unit 11, for example,
when the terminal 10 is powered on. In addition, when the
user turns off the power switch 109, the transmit/receive unit
11 transmits state data indicating whether the terminal 10 is
powered off or is made offline to the transmission manage-
ment system 50. After the state data is transmitted, the opera-
tion input accepting unit 12 completely turns off the power of
the terminal 10. In this way, the transmission management
system 50 is able to know that the terminal 10 is turned off.

The imaging unit 14a, which is implemented by commands
from the CPU 101 and by the camera 112 and the imaging
device I/F 113 shown in FIG. 2, takes an image of an object to
output image data. The image display control unit 145, which
is implemented by the display I/F 117 shown in FIG. 2,
transmits the image data to the external display 120.

The audio input unit 15a, which is implemented by com-
mands from CPU and by the audio input-output I/F 116
shown in FIG. 2, outputs the audio data on audio signal that is
converted from user’s voice by the microphone 114. The
audio output unit 155, which is implemented by commands
from CPU and by the audio input-output I/F 116 shown in
FIG. 2, outputs audio signal generated based on the audio data
to the speaker 115 for output.

The second selection unit 16 includes a measuring unit
164, a calculating unit 165, and a second selecting unit 16c,
and is implemented by commands from CPU 101 shown in
FIG. 2 to select one relaying device 30 from among two or
more relaying devices. The measuring unit 16a obtains a
receipt date of preparatory transmit data when the preparatory
transmit data is received by the transmit/receive unit 11. The
calculating unit 165 calculates a lead time period, for each
preparatory transmit data, whose receipt date is measured by
the measuring unit 16a, from when the preparatory transmit
data is transmitted by another terminal 10 to when the prepa-
ratory transmit data is received at the terminal 10. The lead
time is calculated based on the difference between the receipt
date measured by the measuring unit 16« and a transmission
date included in each preparatory transmit data. The second
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selecting unit 16¢ selects one relaying device 30 that relays
the preparatory transmit data at the shortest lead time, calcu-
lated by the calculating unit 165.

The delay detecting unit 17, which is implemented by
commands from CPU 101 shown in FIG. 2, detects delay time
(ms) of the image data or the audio data that is sent from
another terminal 10 via the relaying device 30.

The log producing unit 18, which is implemented by com-
mands from CPU 101 shown in FIG. 2, produces the log data
relating to a call session that is established with another
terminal that is accepted by the operation input accepting unit
12. The selecting unit 20, which is implemented by com-
mands from CPU 101 shown in FIG. 2, selects the log man-
agement device as a destination of the log data produced by
the log producing unit 18 based on the transmission approval
data and the priority data that are managed by the storage
management table (FIG. 5).

The write/read processing unit 19, implemented by com-
mands from CPU 101 and SSD 105 shown in FIG. 2, stores
various data to the storage unit 1000 or reads out various data
stored in the storage unit 1000. For example, the storage unit
1000 stores a terminal ID that identifies the terminal 10, a
password, the image data, and the audio data. Further, the
image data and the audio data are overwritten in the storage
unit 100 every time the data are received for transmission
from the terminal to the destination terminal. The display 120
displays an image based on the image data that is read out
from the storage unit 1000 before the image data is overwrit-
ten. The speaker 115 outputs audio based on the audio data
that is read out from the storage unit 1000 before the image
data is overwritten.

In this embodiment, the terminal ID, the log management
device ID, or a relaying device ID described below may be
expressed in terms of a character of any language, a letter, a
code, or a sign as long as it uniquely identifies a specific
terminal 10, log management device 550, or relaying device
30. Further, the terminal ID, the log management device 1D,
orthe relaying device ID may be a combination of at least two
of a character of any language, a letter, a code, and a sign.

<Functional Configuration of the Relaying Device>

Next, a functional structure of the relaying device 30 will
be described. The relaying device 30 includes a transmit/
receive unit 31, a state detection unit 32, a data quality check-
ing unit 33, a change quality managing unit 34, a data quality
changing unit 35, and a write/read processing unit 39. Each
unit corresponds to one or more functions or means, which
may be implemented by any component shown in FIG. 3, run
by commands from the CPU 201 in accordance with the
program stored in the ROM 202, when the program is loaded
onto the work area of the CPU 201. The relaying device 30
further includes a storage unit 3000, which is constructed by
the HD 204 shown in FIG. 3.

(Change Quality Management Table)

The storage unit 3000 includes a change quality manage-
ment DB 3001, which stores a change quality management
table shown in FIG. 8. The change quality management table
stores an IP address of the terminal 10 as a destination to
which the image data is relayed, in connection with an image
quality of the image data to be relayed from the relaying
device 30 to the relaying destination.

The image data in this embodiment has a plurality of types
of'image data having different resolutions. The low resolution
image, which functions as a base image, has 160 pixels in the
horizontal direction and 120 pixels in the vertical direction as
shown in FIG. 7a. The medium resolution image has 320
pixels in the horizontal direction and 240 pixels in the vertical
direction as shown in FIG. 7. The high resolution image has
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640 pixels in the horizontal direction and 480 pixels in the
vertical direction as shown as in FIG. 7C. When the data is
transmitted through a narrow band channel, only low quality
image data having the low resolution image data as a base
image, is relayed. When the data is transmitted through a
relatively broad band channel, medium quality image data
having low resolution image data as a base image and
medium resolution image data, are relayed. When data is
transmitted through a very broad band channel, high quality
image data having low resolution image data as a base image,
medium quality image data, and high quality image data, are
relayed. For instance, in the change quality management table
shown in FIG. 8, when the relaying device 30 relays the image
data to the destination terminal 10, which has an IP address of
“1.3.2.4”, a quality of the image data (image quality), which
is relayed, is “high.”

<Functional Units of the Relaying Device>

Next, a functional structure of the relaying device 30 will
be illustrated. In illustrating the functional units of the relay-
ing device 30, a relationship with a hardware configuration
shown in FIG. 3, which implements each unit of the relaying
device 30, will be also illustrated.

The transmit/receive unit 31 of the relaying device 30
shown in FIG. 4, which is implemented by the network I/F
209 shown in FIG. 3, transmits and receives various data or
information to or from another terminal, device, or system
over the communication network 2. The state detection unit
32, which is implemented by commands from CPU 201
shown in FIG. 3, detects an operating state of the relaying
device 30 having the state detection unit 32. The operating
state is, for example, “on-line,” “off-line,” or “failure”.

The data quality checking unit 33, which is implemented
by commands from CPU 201 shown in FIG. 3, retrieves the
change quality management table (FIG. 8) by the IP address
of the destination terminal as a retrieval key to extract a
corresponding image quality of the image data to be relayed.
In this manner, the data quality checking unit 33 checks the
image quality of the image data to be relayed. The change
quality managing unit 34, which is implemented by com-
mands from CPU 201, changes contents of the change quality
management DB 3001 based on quality data illustrated
below, which is transmitted from the transmission manage-
ment device 500. The relaying device 30 lowers the image
quality of the image data to be relayed, from high quality
image to medium quality image, when the delay of the image
data, which is received at the destination terminal (terminal
10db), occurs. For example, it is assumed that the requester
terminal (terminal 1065) starts videoconference with the des-
tination terminal (terminal 10¢b) over the communication
network 2, when the requester terminal (terminal 10aa) with
the terminal ID “01aa” and the destination terminal (terminal
10db) with the terminal ID “01d45” are carrying out videocon-
ference while transmitting the high quality image data. In
such case, the contents of the change quality management DB
3001 is changed in a manner to lower the image quality of the
image data to be relayed by the relaying device, from high
quality image to medium quality image.

The data quality changing unit 35, which is implemented
by commands from CPU 201 shown in FIG. 3, changes the
image quality of the image data transmitted from the terminal,
based on the changed contents of the change quality manage-
ment DB 3001. The write/read processing unit 39, which is
implemented by the HDD 205 shown in F1G. 3, stores various
data to the storage unit 3000 and to read out various data
stored in the storage unit 3000.
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<Functional Configuration of the Transmission Manage-
ment Device>

Next, functions or operations performed by the transmis-
sion management device 500 will be illustrated. The trans-
mission management device 500 includes a transmit/receive
unit 501, a terminal authenticating unit 502, a state managing
unit 503, a terminal extracting unit 504, a terminal state
obtaining unit 505, a primary selection unit 506, a session
managing unit 507, a quality determining unit 508, a write/
read processing unit 509, and a delay time managing unit 510.
Each unit corresponds to one or more functions or means,
which may be implemented by any component shown in FI1G.
3, run by commands from the CPU 201 in accordance with the
program stored in the ROM 202 when loaded onto the work
area of the CPU 201. In addition, the transmission manage-
ment device 500 includes a storage unit 5000, which is con-
structed by the HD 204 shown in FIG. 3.

(Relaying Device Management Table)

The storage unit 5000 includes a relaying device manage-
ment DB 5001, which stores a relaying device management
table shown in FI1G. 9. The relaying device management table
stores a relaying device ID of each relaying device 30, an
operating state of the relaying device 30, a receipt date when
the transmission management device 500 received the state
data indicating an operating state, an IP address of the relay-
ing device 30, and a maximum data transmission rate (Mbps)
of'the relaying device 30, in association with one another. For
instance, in the relaying device management table shown in
FIG. 9, it is shown that an operating state of the relaying
device 30a, which has the relaying device ID “111qa”, is
“on-line”; the transmission management device 500 received
the state data at 13:00 Nov. 10, 2009; and the IP address of the
relaying device 30a is “1.2.1.2”; and the maximum data trans-
mission rate of the relaying device 30a is 100 Mbps.

(Terminal Authentication Management Table)

The storage unit 5000 includes a terminal authentication
management DB 5002, which stores a terminal authentica-
tion management table shown in FIG. 10. The terminal
authentication management table stores, for each of a plural-
ity of terminals that are managed by the transmission man-
agement device 500, a terminal ID and a password. For
instance, in the terminal authentication management table
shown in FIG. 10, it is shown that the password of the terminal
10aa having the terminal ID “01aa” is “aaaa”.

(Terminal Management Table)

The storage unit 5000 includes a terminal management DB
5003, which stores a terminal management table shown in
FIG. 11. The terminal management table stores the terminal
ID of each terminal 10, an operating state of the terminal 10,
a receipt date at which the transmission management device
500 received login request data described below, and an IF
address of the terminal 10, in association with one another.
For instance, in the terminal management table shown in FIG.
11, it is shown that the operating state of the terminal 10aa,
which has a terminal ID “01aa”, is “on-line”; the transmis-
sion management device 500 received the login request data
at 13:40 Nov. 10, 2009; and the IP address of the terminal
10aa is ©“1.2.1.3”.

(Address List Management Table)

The storage unit 5000 includes an address list management
DB 5004, which stores an address list management table
shown in FIG. 12. The address list management table stores
the terminal ID of the requester terminal requesting to start a
videoconference, in connection with the terminal ID of the
destination terminal that is registered as a candidate of the
destination terminal. For instance, in the address list manage-
ment table shown in FIG. 12, it is shown that the candidate of
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the destination terminal, that may be requested by the
requester terminal (terminal 10aa) to start a videoconference,
includes the terminal 10ab having the terminal ID “01ab”, the
terminal 10ba having the terminal ID “01b4a”, and the termi-
nal 1045 having the terminal ID “014b”. The candidate of the
destination terminal may be updated based on a request for
addition or elimination, which is received from the requester
terminal at the transmission management device 500.

(Session Management Table)

The storage unit 5000 includes a session management DB
5005, which stores a session management table shown in FIG.
13. The session management table stores a session 1D for
identifying a session to transmit the call data between termi-
nals, a relaying device ID of the relaying device 30 to be used
to relay the image data and the audio data, the terminal ID of
the requester terminal, the terminal ID of the destination
terminal, delay time (ms) of receipt when the destination
terminal receives the image data, and a receipt date at which
the transmission management device 500 received the delay
data from the requester terminal, in association with one
another. For instance, in the session management table shown
in FIG. 13, it is shown that the relaying device 30a (relaying
device ID “111a”), which is selected for the session assigned
with the session ID “sel”, relays the image data and the audio
data between the requester terminal (terminal 10aa) having
the terminal ID “01aa” and the destination terminal (terminal
10db) having the terminal 1D “0145”; the delay time of the
image data at the destination terminal (terminal 10d45) is 200
(ms) at 14:00 Nov. 10, 2009. When two terminals 10 carry on
videoconference, the receipt date of the delay data may be
managed based on the delay data that is transmitted from the
requester terminal, in alternative to the delay data that is
transmitted from the destination terminal. However, when
three or more terminals 10 carry on videoconference, the
receipt date of the delay data is managed based on the delay
data transmitted from the destination terminal of the image
data and the audio data.

(Address Priority Management Table)

The storage unit 5000 includes a priority management DB
5006, which stores an address priority management table
shown in FIG. 14. The address priority management table
manages an address priority point, which increases in number
based on whether four groups of dot addresses in the IP
address compliant with IPv4 are similar between the terminal
10 and the relaying device 30. For instance, the address pri-
ority management table shown in FIG. 14 indicates that, when
the three highest dots of the IP address are the same between
the terminal 10 and the relaying device 30, the address prior-
ity point is “5”. When the two highest dots of the IP addresses
are the same between the terminal 10 and the relaying device
30, the address priority point is “3”. In this case, the address
priority point is not affected by whether the value of the
lowest dots of the IP addresses are the same or not. When the
highest one dot of the IP addresses are the same between the
terminal 10 and the relaying device 30, the address priority
point is “1”. In this case, the address priority point is not
affected by whether the lower two dots of the IP address are
the same or not. When the value of the highest one dots of the
1P addresses are different, the address priority point is “0”. In
this case, the address priority point is not affected by whether
the lower three dots of the IP address are the same or not.

(Transmission Rate Priority Management Table)

The storage unit 5000 includes a priority management DB
5006, which stores a transmission rate priority management
table shown in FIG. 15. The transmission rate priority man-
agement table manages a transmission rate priority point,
which increases in number depending on a value of the maxi-
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mum data transmission rate (Mbps) at the relaying device 30.
For instance, in the transmission rate priority management
table shown in FIG. 15, when the maximum data transmission
rate is equal to or more than 1000 Mbps at the relaying device
30, the transmission rate priority point is “5”. When the
maximum data transmission rate is equal to or more than 100
Mbps and less than 1000 Mbps at the relaying device 30, the
transmission rate priority point is “3”. When the maximum
data transmission rate is equal to or more than 10 Mbps and
less than 100 Mbps at the relaying device 30, the transmission
rate priority point is “1”. When the maximum data transmis-
sion rate is less than 10 Mbps at the relaying device 30, the
transmission rate priority point is “0”.

(Quality Management Table)

The storage unit 5000 includes a quality management DB
5007, which stores a quality management table shown in FIG.
16. The quality management table manages an image quality
of the image data to be relayed by the relaying device 30,
depending on delay time (ms) of the image data at the
requester terminal or the destination terminal.

<Functional Units of the Transmission Management
Device>

Next, a functional structure of the transmission manage-
ment device 500 will be illustrated in detail. In illustrating the
functional units of the transmission management device 500,
arelationship with a hardware configuration shown in FIG. 3,
which implements each unit of the transmission management
device 500, will be also illustrated.

The transmit/receive unit 501, which is implemented by
the network I/F 209 shown in FIG. 3, transmits or receives
various data or information to or from another terminal,
device, or system over the communication network 2. The
terminal authenticating unit 502 authenticates the terminal by
retrieving the terminal authentication management table in
the storage unit 5000 by the terminal ID and the password,
which are included in the login request data, as retrieval keys,
to evaluate whether the same terminal ID and the password
are stored in the terminal authentication management table.
The state managing unit 503 stores the terminal ID of the
requester terminal, the operating state of the requester termi-
nal, and the receipt date at which the transmission manage-
ment device 500 receives the login request data, in order to
manage the operating state of the requester terminal which
requested login.

The terminal extracting unit 504 extracts the terminal ID by
retrieving the address list management table (FIG. 12) by the
terminal ID of the requester terminal, which requested login,
as a retrieval key to read out the terminal ID of a candidate
destination terminal to which the requester terminal may
request for videoconference. In addition, the terminal extract-
ing unit 504 extracts the terminal ID of another requester
terminal, which registered the terminal ID of the requester
terminal as the candidate destination terminal, by retrieving
the address list management table by the terminal ID of the
requester terminal, which requested login, as a retrieval key.

The terminal state obtaining unit 505 retrieves the terminal
management table (FIG. 11) by using the terminal ID that is
extracted as a terminal ID of a candidate of the destination
terminal by the terminal extracting unit 504 as a retrieval key
to read out the operating state corresponding to each terminal
ID. In this way, the terminal state obtaining unit 505 may
obtain the state of the candidate destination terminal and
transmit to the requester terminal. In addition, the terminal
state obtaining unit 505 obtains the operating state of the
requester terminal, which requested login, by retrieving the
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terminal management table by the terminal ID, which is
extracted by the terminal extracting unit 504, as a retrieval
key.

The primary selection unit 506 includes a session ID gen-
erating unit 506a, a terminal IP address extracting unit 5065,
aprimary selecting unit 506¢, and a priority determining unit
506d. The primary selection unit 506 narrows down a number
of'the relaying devices to prepare for narrowing processing to
be later performed in order to select one relaying device 30
from among two or more relaying devices 30. The session ID
generating unit 506a generates a session 1D, which identifies
a session to transmit the call data between terminals. The
terminal IP address extracting unit 5065 retrieves the terminal
management table (FIG. 11) based on the terminal ID of the
requester terminal and the terminal ID of the destination
terminal, which are included in call start request data trans-
mitted from the requester terminal, to extract the IP address
corresponding to each terminal. The primary selecting unit
506¢ selects the relaying device 30 by selecting the relaying
device ID corresponding to the operating state “on-line” from
among the relaying devices 30 managed in the relaying
device management table (FIG. 9).

In addition, the primary selecting unit 506¢ retrieves the
relaying device management table (FIG. 9) by the IP address
of the requester terminal and the IP address of the destination
terminal, which are respectively extracted by the terminal IP
address extracting unit 5064, to evaluate whether each dot
address in each IP address of the requester terminal or the
destination terminal is the same to that of the selected relaying
device 30. In addition, the primary selecting unit 506¢ selects
the relaying device 30 by selecting two relaying devices 30
each having the highest combination points. The combination
point is calculated by adding the address priority point and the
speed priority point.

In this embodiment, two relaying devices 30 having the
highest combination points are selected. However, three or
more relaying devices 30 having the highest or higher com-
bination points may be selected.

The priority determining unit 5064 refers to the address
priority management table (FIG. 14) to determine the address
priority point for each relaying device 30, which is evaluated
by the primary selecting unit 506¢. In addition, the priority
determining unit 506 retrieves the transmission rate priority
management table (FIG. 15) by the maximum data transmis-
sion rate of each relaying device 30, which is managed in the
relaying device management table (FIG. 9), to determine the
transmission rate priority point for each relaying device 30
that are selected by the primary selecting unit 506c¢.

The session managing unit 507 stores, in connection with
the session ID that is generated by the session ID generating
unit 506a, the terminal 1D of the requester terminal, and the
terminal ID of the destination terminal, in the session man-
agement table (FI1G. 13) of the storage unit 5000. In addition,
the session managing unit 507 stores the relaying device ID of
onerelaying device 30, which is selected by the second select-
ing unit 16¢ of the terminal 10, in connection with session ID
to the session management table.

The quality determining unit 508 determines the image
quality of the image data to be relayed by the relaying device
30, by retrieving the quality management table (FIG. 16)
using the delay time as a retrieval key to extract correspond-
ing image quality of the image data. The write/read process-
ing unit 509, implemented by the HDD 205 shown in FIG. 3,
stores various data to the storage unit 5000 or reads out
various data stored in the storage unit 5000. The delay time
managing unit 510 retrieves the terminal management table
(FIG.11) using the IP address of the destination terminal as a
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retrieval key to extract corresponding terminal ID. In addi-
tion, The delay time managing unit 510 stores the delay time,
shown in the delay data, in the field of the delay time on the
record including the extracted terminal ID in the session
management table (FIG. 13).

<Functional Configuration of the Log Management
Device>

Next, a function structure of the log management device
550 will be illustrated. The log management device 550
includes a transmit/receive unit 551, an event detecting unit
552, and a write/read processing unit 559. Each of these units
of'the log management device 500 corresponds to one or more
functions or means, which may be implemented by any com-
ponent shown in FIG. 3, run by commands from the CPU 201,
in accordance with the program stored in the ROM 202 when
the program is loaded onto the work area of the CPU 201. The
log management device 550 further includes a storage unit
5500, which is constructed by the HD 204 shown in FIG. 3.

(Log Management Table)

The storage unit 5500 includes a log management DB
5001, which stores a log management table shown in F1G. 17.
The log management table of FIG. 17 is generated for each
one of the terminals 10 having a specific terminal ID. The log
management table of FIG. 17 stores, for a log ID for identi-
fying the log data, the log data, the session ID, and date
management data, in association with one another. The log
data indicates a log or history of processes that are performed
in relation to a specific session in which the call data is
transmitted between the terminals. Examples of the log data
include, but not limited to, “invite” for requesting to start the
session to transmit the call data between the terminals, “bye”
for terminating the session, “login” for requesting login to the
transmission management device 500, “logout” for request-
ing logout from the transmission management device 500,
and “cancel” for canceling the request. The session ID is any
identification to uniquely identify the session to transmit the
call data between the terminals. The date management data
indicates the date and time to be managed in connection with
the log data, such as the date and time at which the log data is
received.

<Functional Units of the Log Management Device>

Next, a functional structure of the log management device
550 will be described in detail. In illustrating the functional
units of the log management device 550, a relationship with a
hardware configuration shown in FIG. 3, which implements
each unit of the log management device 550, will be also
illustrated.

The transmit/receive unit 551, which is implemented by
the network I/F 209 shown in FIG. 3, transmits or receives
various data or information to or from another terminal,
device, or system over the communication network 2. The
event detecting unit 552 detects a predetermined event of the
log management device 550 to generate a detection result.
The event detecting unit 552 produces detection result data
based on the detection result. In this example, the predeter-
mined event includes any event that may cause an error in
managing log data that has been already or may be addition-
ally stored in the log management DB 5501, such as an event
indicating the failure, error, or busy state of the log manage-
ment device 550, an event relating to maintenance of the log
management device 550, or an event indicating a failure on
the network connecting to the log management device 550.
When the event detecting unit 552 detects the event, it pro-
duces the detection result data based on the detection result.
The write/read processing unit 559, which is implemented by
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the HDD 205 shown in FIG. 3, stores various data in the
storage unit 5500 or reads out various data stored in the
storage unit 5500.

<Functional Configuration of the Transmission Approval
Data Management Device>

Next, a functional structure of the transmission approval
data management device 570 will be illustrated. The trans-
mission approval data management device 570 includes a
transmit/receive unit 571, a determining unit 572, a compar-
ing unit 573, and a write/read processing unit 579. Each unit
corresponds to one or more functions or means, which may be
implemented by any component shown in FIG. 3, run by
commands from the CPU 201 that are generated in accor-
dance with the program stored in the ROM 202 when the
program is loaded onto the work area of the CPU 201. The
transmission approval data management device 570 further
includes a storage unit 5700, which is constructed by the HD
204 shown in FIG. 3.

(Detection Result Data Management Table)

The storage unit 5700 includes a detection result data man-
agement DB 5701, which stores a detection result data man-
agement table shown in FIG. 18. The detection result data
management table of FIG. 18 stores detection result data,
which may be produced by the event detecting unit 552 of the
log management device 550 based on the detection result of
the predetermined event. For each of the detection result data,
the detection result data management table of FIG. 18 stores
log type data indicating a type of the log data, and transmis-
sion approval data indicating whether to cause the terminal 10
to transmit the log data to the log management device 550. In
this example, the detection result data includes “error” result
data that is generated based on the detection result indicating
that the occurrence of an error at the log management device
550, “busy” result data that is generated based on the detec-
tionresult indicating that the log management device 550 is in
the busy state, and “none” result data that is generated based
on the detection result indicating that none of the predeter-
mined events is detected at the log management device 550.
For example, the detection result data management table
shown in FIG. 18 indicates that, when the detection result
generated by the event detecting unit 552 is the “busy” result
data indicating the busy state of the log management device
550, the terminal 10 is caused to transmit only the log data
classified into the log type “priority” to the log management
device 550.

(Device Management Table)

The storage unit 5700 further includes a device manage-
ment DB 5702, which stores a device management table
shown in FIG. 19. The device management table of FIG. 19
stores a log management device ID for identifying the log
management device 550, an IP address of the log manage-
ment device 550, the log type data, and the transmission
approval data. The device management table shown in FIG.
19 indicates that the IP address of the log management device
having the log management device ID “A” and the IP address
of “1.1.1.3” functions as a log management device that
receives the log data that is classified to the “priority” type
from the terminal 10.

(Destination Terminal Management Table)

The storage unit 5700 further includes a destination termi-
nal management DB 5703, which stores a destination termi-
nal management table shown in FIG. 20. The destination
terminal management table of FIG. 20 stores a destination
terminal ID for identifying a destination terminal 10 to which
the transmission approval data is to be transmitted and a
terminal IP address of the destination terminal 10, in associa-
tion with a log management device ID for identifying one or

30

40

45

55

20

more log management devices 550 to which the log data of
the destination terminal 10 is transmitted based on the trans-
mission approval data. The destination terminal 10 to which
the transmission approval data is to be transmitted is identi-
fied based on the device management table of FIG. 19, which
is created for each one of the terminals 10 that are subjected
for management by the transmission system 1. For example,
the destination terminal management table shown in FIG. 20
indicates that the transmission approval data regarding the log
management device 550 having the terminal ID “A” is to be
transmitted to a destination terminal having the terminal 1D
“0laa” and a destination terminal having the terminal ID
“0lad”.

<Functional Units of the Transmission Approval Data
Management Device>

Next, a functional structure of the transmission approval
data management device 570 will be described in detail. In
illustrating each functional unit of the transmission approval
data management device 570, a relationship with a hardware
configuration shown in FIG. 3, which implements one or
more units of the transmission approval data management
device 570, will be also illustrated.

The transmit/receive unit 571, which is implemented by
the network I/F 209 shown in FIG. 3, transmits and receives
various data or information to or from another terminal,
device, or system over the communication network 2. The
determining unit 572 determines whether the terminal 10
should transmit the log data to the log management device
550 based on the detection result data received from the log
management device 550 to generate transmission approval
data. The comparing unit 573 compares the transmission
approval data that is currently determined by the determining
unit 552 with transmission approval data stored in the device
management table (FIG. 19). The write/read processing unit
579, implemented by the HDD 205 shown in FIG. 3, stores
various data to the storage unit 5700 and reads out various
data stored in the storage unit 5700.

<<Processing or Operation of this Embodiment>>

Subsequently, processing or operation of the transmission
system 1 of this embodiment will be illustrated with FIG. 21
to FIG. 33. FIG. 21 is a sequential diagram that illustrates
steps in a process of managing state data, which shows oper-
ating state of each relaying device. FIG. 22 is a conceptual
illustration for explaining transmission or reception of data
performed by the transmission system. FIG. 23 is a sequential
diagram illustrating preparatory operation before starting
communication between transmission terminals. FIG. 24 is a
sequential diagram that shows operation of narrowing down a
number of relaying devices. FIG. 25 is a flowchart illustrating
operation of narrowing down a number of relaying devices.
FIG. 26 is a diagram illustrating operation of calculating a
priority point used for selecting a relaying device. FIGS. 27A
and 27B are a conceptual diagram illustrating operation of
selecting a relaying device at a transmission terminal. FIG. 28
is a flowchart illustrating operation of selecting a relaying
device at a transmission terminal. FIG. 29 is a sequential
diagram illustrating operation of transmitting and receiving
image data and audio data between transmission terminals.
FIG. 30 is a flowchart illustrating operation of transmitting
detection result data at a log management system. FIG. 31 is
aflowchart illustrating operation of transmitting transmission
approval data. FIG. 32 is a flowchart illustrating operation of
transmitting or storing log data at a transmission terminal.
FIG. 33 is a flowchart illustrating operation of transmitting
log data to a transmission management device, performed by
a transmission terminal.
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First, example operation of managing the state data indi-
cating an operating state of each relaying device will be
illustrated with FIG. 21. The state detecting unit 32 of each
relaying device 30 monitors an operating state of the relaying
device 30 (step S1-1 to S1-4). The transmit/receive unit 31 of
each relaying device 30 transmits each state data to the trans-
mission management system 50 over the communication net-
work 2. In this manner, the operating state of each relaying
device 30 is managed in real time at the transmission man-
agement system 50 (step S2-1 to S2-4). Each state data
includes the relaying device ID of the relaying device 30, and
the operating state that is detected by the state detecting unit
32 of the relaying device 30 for each relaying device ID. In
this embodiment, it is shown that the relaying devices (30a,
304, 304d) are operating normally with the operation state of
“on-line”. On the other hand, the relaying device 30c has a
failure on the program to carry out relaying operation of the
relaying device 30c¢ such that it has the operation state “off-
line”.

Subsequently, the transmit/receive unit 501 of the trans-
mission management device 500 receives each state data,
which is transmitted from the relaying device 30. The write/
read processing unit 509 stores the state data for each relaying
device ID inthe relaying device management table (FIG. 9) of
the storage unit 5000 (step S3-1 to S3-4). In this way, the
operating state “on-line”; “off-line”, or “failure”, for each
relaying device ID is stored to the relaying device manage-
ment table shown in FIG. 9. In this case, the receipt date at
which the transmission management device 500 receives the
state data, is also stored. When the state data is not transmitted
from the relaying device 30, a filed of the operating state and
the receipt date on each record of the relaying device man-
agement table shown in FIG. 9 may be left blank, or may
include the operating state and the receipt date that are each
received for the last time.

FIG. 2 illustrates transmission or receipt of the image data,
the audio data, and various management data in the transmis-
sion system 1. A management data session sei is established
between the requester terminal and the destination terminal to
transmit various management data via the transmission man-
agement device 500 as shown in FIG. 22. In addition, four
sessions are established between the requester terminal and
the destination terminal to transmit each of four data, includ-
ing the high resolution image data, the medium resolution
image data, the low resolution image data, and the audio data
via the relaying device 30. These four sessions are referred to
as a call data session or a contents data session sed. The log
data relating to the record of the process is included in the
management data.

Next, preparatory operation that is performed prior to start-
ing communication between the terminal 10aa and the termi-
nal 1046 will be illustrated with FIG. 23. Each management
data is transmitted or received by the management data ses-
sion sei in FIG. 23.

At first, when a user turns on the power switch 109 of the
terminal 10 shown in FIG. 2, the operation input accepting
unit 12 shown in FIG. 4 turns on the power according to the
request for power-on (step S21). The login requesting unit 13
automatically transmits login request data indicating a
request for login, to the transmission management device 500
over the communication network 2 by the transmit/receive
unit 11, when the power-on request is processed (step S22).
The login request data includes the terminal ID for identify-
ing the terminal 10aq, and the password. The terminal ID and
the password are read out from the storage unit 1000 by the
write/read processing unit 19 to be transmitted to the trans-
mit/receive unit 11. When the login request data is transmitted

5

10

20

25

30

35

40

45

50

55

60

65

22

from the terminal 10aga to the transmission management
device 500, the transmission management device 500 as a
receiver may obtain the IP address of the terminal 10aqa as a
transmitter.

Subsequently, the terminal authenticating unit 502 of the
transmission management device 500 authenticates the ter-
minal by retrieving the terminal authentication management
table (FIG. 10) in the storage unit 5000 using the terminal ID
and the password, which are included in the login request
data, as retrieval keys, to evaluate whether the same terminal
ID and password are stored in the terminal authentication
management table (step S23). When the terminal authenticat-
ing unit 502 evaluates that the terminal 10 requested for login
is authorized, the state managing unit 503 stores the terminal
1D of the terminal 10aaq, the operating state, the receipt date at
which the transmission management device 500 receives the
login request data, and the terminal IP address (step S24). In
this way, the terminal ID “0laa”, the operating state “on-
line”, the receipt date “2009.11.10.13:40”, and the terminal
IP address “1.2.1.3” are managed in connection in the termi-
nal management table shown in FIG. 11.

The transmit/receive unit 501 of the transmission manage-
ment system 500 transmits authentication result data indicat-
ing the authentication result obtained by the terminal authen-
ticating unit 502, to the requester terminal (terminal 10aq)
that requested for login, over the communication network 2
(step S25). In this embodiment, it is assumed that the terminal
authenticating unit 502 evaluated that the terminal 10 is an
authorized terminal.

The terminal extracting unit 504 of the transmission man-
agement device 500 retrieves the address management table
(FIG. 12) using the terminal ID “01aa” of the requester ter-
minal (terminal 10aa), which requested login, as a retrieval
key to extract terminal ID of the candidate destination termi-
nal, to which the requester terminal (terminal 10aa) may
request for videoconference (step S26). In this case, the ter-
minal ID “01ab”, “01ba”, and “01db” of each destination
terminal (10ab, 10ba, 10db), corresponding to the terminal
1D “01aa” of the requester terminal 10aa, are extracted.

The terminal state obtaining unit 505 retrieves the terminal
management table (FIG. 11) using the terminal IDs “01ab”,
“01ba”, and “01db” of the candidate destination terminals,
which are extracted by the terminal extracting unit 504, as
retrieval keys to obtain the operating states of the terminals
(10ab, 10ba, 10db). In this example, the operating states of
the terminals 10ab, 10ba, and 10d4b are, respectively, the
operating state “off-line”, “on-line”, and “on-line” (step S27).

The transmit/receive unit 501 transmits address state data,
which includes the terminal ID (“01ab”, “01ba”, “01db™)
used as the retrieval key at step S27, and the operating state
(“off-line”, “on-line”, “on-line”) corresponding to the desti-
nation terminal (10ab, 10ba, 10db), to the requester terminal
(terminal 10aa) over the communication network 2 (step
S28). In this way, the requester terminal (terminal 10aa) is
ableto know the current operating state (“off-line”, “on-line”,
“on-line”) of the candidate destination terminal (10ab, 10ba,
10d5b) of the requester terminal (terminal 10aa).

The terminal extracting unit 504 of the transmission man-
agement device 500 retrieves the address list management
table (FIG. 12) by the terminal ID “01aa” of the requester
terminal (terminal 10aa), which requested login, as a retrieval
key to extract the terminal ID of the other requester terminals,
that registered the terminal ID “01aa” of the requester termi-
nal (terminal 10aaq) as a candidate destination terminal (step
S29). In the address list management table of FIG. 12, the
terminal ID of the extracted other terminals are “01ab”,
“01ba”, and “01db "
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The terminal state obtaining unit 505 of the transmission
management device 500 retrieves the terminal state manage-
ment table (FIG. 11) by the terminal ID “0laa” of the
requester terminal (terminal 10aa), which requested login, as
a retrieval key to obtain the operating state of the requester
terminal (terminal 10aa) (step S30).

The transmit/receive unit 501 transmits address state data,
which includes the terminal ID “01aa” of the requester ter-
minal (terminal 10aa), which is obtained at step S30, and the
operating state “on-line” to the terminals (10ba, 10db), whose
operating state is “on-line” in the terminal management table,
from among the terminals (10ab, 10ba, 104b) on the terminal
ID (“01ab”, “01ba”, “01db”) extracted at step S29 (FIG. 11)
(step S31-1, S31-2). When the transmit/receive unit 501
transmits the address state data to the terminals (1064, 10d5),
it refers to the IP address of the terminal, which is managed in
the terminal management table shown in FIG. 12. In this way,
the transmission management device 500 may transmit the
terminal ID “01aa” of the requester terminal (terminal 10aq)
and the operating state “on-line” to the other destination
terminals (10db, 10ba) of the terminal 10aa.

On the other hand, at another terminal 10, when a user turns
on the power switch 109, shown in FIG. 3, the operation input
accepting unit 12, shown in FIG. 4, accepts the power-on, the
above-described steps from S22 to S31-1, 2 are executed.

Next, operation of narrowing down a number of the relay-
ing devices 30 will be illustrated with FIG. 24. The manage-
ment data is transmitted or received through the management
data session sei as illustrated in FIG. 24. In this embodiment,
the requester terminal (terminal 10aq) may communicate
with at least one of terminals (10ba, 10d4b), whose operating
state is on-line based on the destination state data received at
step S28, and selected from among the candidate destination
terminals 10. IN this example, a case in which a user of the
requester terminal (terminal 10aa) selects to start communi-
cation with the destination terminal (terminal 104b) will be
illustrated.

When the user presses the operation button 108 shown in
FIG. 2 to select the terminal 1045, the operation input accept-
ing unit 12 shown in FIG. 4 accepts a request to start com-
munication with terminal 1045 (step S41). The transmit/re-
ceive unit 11 of the terminal 10aa transmits call start request
data that requests scall start, which includes the terminal ID
“0laa” of the requester terminal (terminal 10aa), and the
terminal 1D “01db” of the destination terminal (terminal
10db), to the communication management device 500 (step
S42). In this way, the transmit/receive unit 501 of the trans-
mission management device 500, which receives the call start
request data, is able to obtain the IP address “1.2.1.3” of the
requester terminal (terminal 10aa) as a transmitter. The state
managing unit 503 updates the field of the operating state on
record of the terminal ID “01aa” and “0145” in the terminal
management table (FIG. 11) to “calling” respectively, based
on the terminal ID “01aa” of the requester terminal (terminal
10aa) and the terminal ID of the destination terminal (termi-
nal 10db), which are included in the call start request data
(step S43). Although communication between the requester
terminal (terminal 10aa) and the destination terminal (termi-
nal 10d5) is not started, the operating state becomes “calling”
state. Therefore, when another terminal 10 tries to communi-
cate with the requester terminal (terminal 10aa) or the desti-
nation terminal (terminal 104b), a voice or a sign that indi-
cates “calling” state is outputted.

Next, operation of selecting the relaying device 30 will be
illustrated with reference to step S44 to S48 and step S61 to
S66. At first, the session ID generating unit generates a ses-
sion ID, which identifies the call data session to be started
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between the requester terminal (terminal 10aa) and the des-
tination terminal (terminal 10db) (step S44). The session
managing unit 507 stores in connection with the session 1D
“sel”, which is generated at step S44, the terminal ID “01aa”
of'the requester terminal (terminal 10aa), and the terminal ID
“01db” of the destination terminal (terminal 1045) in the
session management table (FIG. 13) of the storage unit 5000
(step S45).

The primary selection unit 506 of the transmission man-
agement device 500 narrows a number of the relaying device
30 to select a small number of relaying device 30 that are
subjected for further selection process, using the relaying
device management DB 5001, the terminal management DB
5003, and the priority management DB 5006 (step S46).

The operation at step S46 will be illustrated in detail with
FIG. 25. The terminal IP address extracting unit 5065
retrieves the terminal management table (FIG. 11) by the
terminal ID “01aa” of the requester terminal (terminal 10aq)
and the terminal ID “01d4” of the destination terminal (ter-
minal 10db), which are included in the call start request data
transmitted from the requester terminal (terminal 10aa), to
extract the IP address (“1.2.1.3”, “1.3.2.4”) of the corre-
sponding terminal (10aa, 10db) (step S46-1). Then, the pri-
mary selecting unit 506¢ selects the relaying device ID (111a,
1115, 111d) of each one of the relaying devices (30a, 305,
304), whose operating state is “on-line”, that are selected
from among the relaying devices managed in the relaying
device management table (FIG. 9) (step S46-2). In addition,
the primary selecting unit 506¢ refers to the relaying device
management table (FIG. 9) based on the IP address “1.2.1.3”
of the requester terminal (terminal 10aa) and the IP address
“1.3.2.4” of the destination terminal (terminal 10db), which
are extracted at step S46-2. The primary selecting unit 506¢
evaluates whether the dot addresses of the IP address
(“1.2.1.27,%1.2.2.2”, “1.3.2.2”) of the relaying device (30a,
304, 30d) selected at step S46-2 are the same or not with
respectto the IP address (“1.2.1.3”,“1.3.2.4”) of the requester
terminal (terminal 10aa) and the destination terminal (termi-
nal 10db), respectively, (step S46-3).

The priority determining unit 5064 refers to the address
priority management table (FI1G. 14) to determine the address
priority point for each relaying device (30a, 305, 304), which
is evaluated at step S46-3. FIG. 26 shows a result of calcula-
tion obtained through the narrowing process. FIG. 26 is a
conceptual diagram that shows the calculation of the priority
points obtained through operation of narrowing down a num-
ber of the relaying devices 30. The address priority point, the
transmission priority point, and a combination point are
shown for each relaying device ID in FIG. 26. In addition, for
each relaying device 30, a point to the requester terminal
(terminal 10aq) and a point to the destination terminal (ter-
minal 10db) are shown, respectively, for the address priority
point and the speed priority point. The combination point is a
sum of the higher point of the address priority point and the
transmission rate priority point.

Inthis embodiment, the IP address “1.2.1.2” of the relaying
device 30a is “same. same. same. different” in contrast with
the IP address “1.2.1.3” of the requesting terminal (terminal
10aa). Therefore, the address priority point is “5” as shown in
FIG. 26. The IP address “1.2.1.2” of the relaying device 30a
is “same. different. different. different” in contrast with the IP
address “1.3.2.4” of the destination terminal (terminal 10d5).
Therefore, the address priority point is “1”. The IP address
“1.2.2.2” of the relaying device 305 is “same. same. different.
different” in contrast with the IP address “1.2.1.3” of the
requesting terminal (terminal 10aa). Therefore, the address
priority point is “3”. The IP address “1.2.2.2” of the relaying



US 9,077,621 B2

25

device 305 is “same. different. same. different” in contrast
with the IP address “1.3.2.4” of the destination terminal (ter-
minal 104b). Therefore, the address priority point is “1”. In
addition, the [P address ““1.3.2.2” of the relaying device 304 is
“same. different. different. different” in contrast with the IP
address “1.2.1.3” of the requesting terminal (terminal 10aa).
Therefore, the address priority point is “1”. The IP address
“1.3.2.2” of the relaying device 30d is “same. same. same.
different” in contrast with the IP address “1.3.2.4” of the
destination terminal (terminal 1045). Therefore, the address
priority point is “5”.

Referring back to FIG. 25, the priority determining unit
506d retrieves the transmission rate priority table (FIG. 15) by
the maximum data transmission rate of each relaying device
30, which is managed in the relaying device management
table (FIG. 9), to determine the transmission rate priority
point for each relaying device (30a, 305, 304), which is
selected at step S46-2 (step S46-5). In this embodiment, the
maximum data transmission rate of the relaying device 30a is
100 (Mbps) as shown in FIG. 9. Therefore, its transmission
priority point is “3”, obtained by referring to the transmission
rate priority point shown in FIG. 15. In a substantially similar
manner, the maximum data transmission rate of the relaying
device 305 is 1000 (Mbps). Therefore, its transmission prior-
ity point is “5”. Similarly, the maximum data transmission
rate of the relaying device 304 is 10 (Mbps). Therefore, its
transmission priority point is “1”.

The primary selecting unit 506¢ selects two relaying
devices 30 having the highest combination points, which is a
sum of the higher one of the address priority points of the
terminals (10aa, or 10db) and the transmission rate priority
point (step S46-6). In this embodiment, the combination
points of the relaying devices 30 having the relaying devices
1D (111a, 1115, 1114) are “8”, “8”, “6”, respectively. There-
fore, the relaying device 30a having the relaying device ID
“111a” and the relaying device 306 having the relaying
device ID “1115” are selected.

When the narrowing process at step S46 is finished, the
transmit/receive unit 501 shown in FIG. 4 transmits relaying
device narrowing data to the destination terminal (terminal
10db) over the communication network 2 to transmit a num-
ber of the narrowed or selected relaying device 30 (step S47).
The relaying device narrowing data includes a number of
relaying devices 30 “2”, which is narrowed at step S46, the
terminal ID “01aa” of the requester terminal (terminal 10aa),
and the session ID “sel”. Therefore, the terminal 1045 is able
to know, not only what terminal 10 requested to start video-
conference, but also the IP address ““1.1.1.2” of the transmis-
sion management device 500 as a transmitter of the relaying
device narrowing data.

The transmit/receive unit 11 of the terminal 1045 transmits
confirmation data indicating that the relaying device narrow-
ing data is received, to the transmission management device
500 (step S48). The confirmation data includes the session ID
“sel”. Therefore, the transmission management device 500 is
able to know, not only completion of transmitting the number
of relaying devices, but also the IP address “1.3.2.4” of the
destination terminal (terminal 1045) as a transmitter of the
data.

Next, a process by which the destination terminal (terminal
10db) selects the relaying device 30 will be illustrated with
FIG. 27A and FIG. 27B. The management data is transmitted
or received through the management data session sei as illus-
trated in FIGS. 27A and 27B.

Atfirst, the transmission management device 500 transmits
preparatory relay request data indicating a request to relay
preparatory data, to each relaying device (30a, 305), which is
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selected at step S46, before the videoconference is started
(step S61-1, 2). The preparatory relay request data includes
the session ID “sel”, the IP address “1.2.1.3” of the requester
terminal (terminal 10aa), and the IP address “1.3.2.4” of the
destination terminal (terminal 10db). Therefore, the relaying
device (30qa, 305) is able to know, not only what session
would be carried out by the requester terminal and the desti-
nation terminal, but also the IP address “1.1.1.2” of the trans-
mission management device as a transmitter of the prepara-
tory relay request.

The transmit/receive unit 31 of each relaying device (30a,
3054) transmits preparatory transmit request data indicating a
request to transmit preparatory transmit data to the relaying
device (30a, 305), to the requester terminal (terminal 10aa),
which is obtained at step S61-1, 2, over the communication
network 2 (step S62-1, 2). The preparatory transmit data
includes ping (Packet Internet Groper). The preparatory
transmit request data includes the session ID “sel”. There-
fore, the requester terminal (terminal 10aa) is able to know,
not only the preparatory transmit data is transmitted to each
relaying device (30a, 305) through the session having the
session ID “sel”, but also the IP address (“1.2.1.2,“1.2.2.2”)
of the relaying device (30q, 305) as a transmitter of the pre-
paratory transmit request data.

Inthe above-described example, the transmission manage-
ment device 500 does not transmit the IP address of the
destination terminal (terminal 1045) to the requester terminal
(terminal 10aaq) directly, but transmits the IP address of the
destination terminal to the relaying device 30a, as described
atstep S61-1. Therelaying device 30a requests to transmit the
preparatory transmit data to the relaying device 30a as
described at step S62-1. Hence, security is ensured, because
the IP address of the terminal 10 is not transmitted to another
terminal 10.

The transmit/receive unit 11 of the requester terminal (ter-
minal 10aa) transmits the preparatory transmit data to the
relaying device (30a, 305) (step S63-1, 2). The preparatory
transmit data is transmitted to the destination terminal (ter-
minal 10d4b) via each relaying device (30a, 305) in alternative
to the image data and the audio data before the image data and
the audio data is transmitted. The preparatory transmit data is
used for measuring a lead time, from when the requester
terminal (terminal 10aq) transmits the preparatory transmit
datato when the destination terminal (terminal 10d4b) receives
the preparatory transmit data. In addition, the preparatory
transmit data includes ping to check that the requester termi-
nal (terminal 10aa), the relaying device (30a, 305), and the
destination terminal (terminal 10db) are connected to allow
communication; a transmission date at which the requester
terminal (terminal 10aa) transmitted the preparatory transmit
data; and the session ID “sel”. Therefore, each relaying
device (30a, 305) is able to know, not only that the prepara-
tory transmit data is received during the session having the
session ID “sel”, but also the IP address “1.2.1.3” of the
requester terminal (terminal 10aa) as a transmitter of the
preparatory transmit data.

Each relaying device (30a, 305) relays the preparatory
transmit data to the IP address “1.3.2.4” of the destination
terminal (terminal 1045), which is included in the preparatory
relay request data received at step S61-1, 2 (step S64-1, 2).
Therefore, the destination terminal (terminal 1045) is able to
know, not only that the preparatory transmit data is received
during the session having the session ID “sel”, but also the IP
address (“1.2.1.27, “1.2.2.2”) of the relaying device (30a,
305) as a transmitter of the preparatory transmit data.

Then, the second selection unit 16 of the destination ter-
minal (terminal 10d5) selects one relaying device 30, which
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relays the image data and the audio data at the videoconfer-
ence, based on the preparatory transmit data (step S65).

The process at step S65 will be illustrated in detail with
FIG. 4 and FIG. 28. At first, the measuring unit 16a of the
second selection unit 16, shown in FIG. 4, measures a receipt
date of each preparatory transmit data, at which the transmit/
receive unit 11 of the terminal 1045 received the preparatory
transmit data (step S65-1). Then, the calculating unit 165
calculates a lead time for each preparatory transmit data,
whose receipt date is measured above, from when the prepa-
ratory transmit data is transmitted to when the preparatory
transmit data is received, based on the difference between the
receipt date and the transmission date, included in the prepa-
ratory transmit data (step S65-2). The second selecting unit
16¢ evaluates whether the preparatory transmit data for all
“2” candidate relaying devices 30 were received during the
session having session ID “sel” (step S65-3). When all pre-
paratory transmit data were not received at 65-3, the second
selecting unit 16¢ evaluates whether predetermined time (for
instance, one minute) has passed since the terminal 1045
received the preparatory transmit data. When the predeter-
mined time has not passed at step S65-4, the operation goes
back to step S65-1. When all preparatory transmit data were
received at step S65-3, or the predetermined time has passed
at step S65-4, the second selecting unit 16¢ selects one relay-
ing device 30, which relayed the preparatory transmit data at
the shortest lead time, calculated by the calculating unit 164.
In this embodiment, it is assumed that the lead time of the
preparatory transmit data, relayed by the relaying device 30a,
is shorter than that of the relaying device 305. Accordingly,
the relaying device 30a is selected as the second relaying
device 30aq to relay data.

In this embodiment described above, the relaying device
30a is selected at the destination terminal (terminal 10d5).
However, the destination terminal (terminal 10db) may trans-
mit the lead time data indicating the lead time of the prepa-
ratory transmit data from the transmission to the receipt, to
the requester terminal (terminal 10aa) or the transmission
management device 500. The requester terminal (terminal
10aa) or the transmission management device 500 may nar-
row down to one relaying device 30a.

The transmit/receive unit 11 of the destination terminal
(terminal 10db) transmits selection data, which shows selec-
tion of the relaying device 30a, to the transmission manage-
ment device 500 over the communication network 2 (step
S66). The selection data includes the session 1D “sel”, and
the relaying device ID “1114” of the relaying device 30a
selected above. Therefore, the transmission management
device is able to know, not only selection of the relaying
device 30a during the session having the session ID “sel”, but
also the IP address “1.3.2.4” of the terminal 1044 as a trans-
mitter of the selection data.

The session managing unit 507 of the transmission man-
agement device 500 stores the relaying device ID “111a” of
the relaying device 30a, which is selected, in the field of the
relaying device ID on the record of the session ID “sel” in the
session management table (FIG. 13) of the session manage-
ment DB 5005 (step S67). The transmit/receive unit 501 of
the transmission management device 500 transmits relay start
request data, which shows a request for relay start, to the
relaying device 30a over the communication network 2 (step
S68). The relay start request data includes the IP address
(“1.2.1.37, “1.3.2.4”) for each requester terminal (terminal
10aa) and each destination terminal (terminal 10d4b). There-
fore, the relaying device 30q establishes the call data session
between the terminal (10aa, and 10db) for communicating
three kinds of image data, which include low resolution,
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medium resolution, and high resolution, and the audio data
(step S69). In this way, the terminal (10aa, 104b) starts vid-
eoconference.

The destination terminal (terminal 1045) selects the relay-
ing device at steps S48, S64-1, S64-2, and S65 after the
transmission management device 500 has transmitted the
relaying device narrowing data to the destination terminal
(terminal 104b) at step S47. Alternatively, the transmission
management device 500 may transmit the relaying device
narrowing data to the requester terminal (terminal 10aaq) at
step S47. In this case, the data to be processed at step S64-1,
2 are transmitted to the requester terminal (terminal 10aq) in
replace of the destination terminal (terminal 10d6). Thus, the
requester terminal (terminal 10aaq) selects the relaying device
to perform step S65, and transmits the selection data to per-
form step S66.

Next, a process of transmitting or receiving the contents
data between the requester terminal (terminal 10aa) and the
destination terminal (terminal 104b) to carry out videocon-
ference is explained with reference to FIG. 4 and FIG. 29. It
is to be noted that the process in which the contents data is
transmitted from the terminal 10aqa to the terminal 1046 in
one direction, and the process in which the contents data is
transmitted from the terminal 1045 to the terminal 10aa in
another direction, are performed in a substantially similar
manner as described below. The process includes transmis-
sion or receipt of the contents data, or detecting delay time.
Therefore, only the process of transmitting from the terminal
10aa to the terminal 104b will be described for simplicity.

At first, the transmit/receive unit 11 of the requester termi-
nal (terminal 10aa) transmits the image data of an object,
which is imaged by the imaging unit 14a, and the audio data
of'a voice, which is inputted at the audio input unit 154, to the
relaying device 30a over the communication network 2 dur-
ing the call data session sed (step S81). In this embodiment,
the high quality image data, which is composed of the low
resolution, the medium resolution, and the high resolution
shown in FIG. 7, and the audio data are transmitted. The
transmit/receive unit 31 of the relaying device 30a receives
the image data of these three resolutions and the audio data.
The data quality checking unit 33 retrieves the change quality
management table (FIG. 8) by the IP address “1.3.2.4” of the
destination terminal (terminal 10db) as a retrieval key to
extract the corresponding image quality of the image data to
be relayed, in order to check the image quality of the image
data to be delayed (step S82). In this embodiment, the image
quality of the image data is “high”, which is the same with the
image quality of the image data that the transmit/receive unit
31 received. Thus, the transmit/receive unit 31 forwards the
high quality image data, as it is, and the audio data, as it is, to
the destination terminal (terminal 10db) through the call data
session (step S83). In this way, the transmit/receive unit 11 of
the destination terminal (terminal 10d5) receives the image
data and the audio data. Thus, the image display control unit
145 causes the display 120 to display an image based on the
image data, and the audio output unit 156 causes to output the
audio based on the audio data.

The delay detecting unit 17 detects delay time (ms) of the
image data. In this example, the delay time is received at the
transmit/receive unit 11, regularly for a predetermined time
period (for instance, once a second) (step S84). In this
embodiment, it is assumed that the delay time is 200 (ms).

The transmit/receive unit 11 of the destination terminal
(terminal 10d4b) transmits delay data indicating the delay time
“200 (ms)”, to the transmission management device 500 over
the communication network 2 through the management data
session sei (step S85). Thus, the transmission management
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device 500 is able to know, not only the delay time, but also
the IP address “1.3.2.4” of the terminal 10db as a transmitter
of the delay data.

The delay time managing unit 510 of the transmission
management device 500 retrieves the terminal management
table (FIG. 11) by the IP address “1.3.2.4” of the destination
terminal (terminal 104b), as a retrieval key, to extract corre-
sponding terminal ID “014b”. In addition, the delay time
managing unit 510 stores the delay time “200 (ms)”, which is
the delay data, in the field of the delay time on the record of
the terminal ID “01d5” in the session management table (FIG.
13) (step S86).

The quality determining unit 508 searches the quality man-
agement table (FIG. 16) using the delay time “200 (ms)” as a
retrieval key to extract corresponding image quality
“medium” of the image data (step S87), and determines that
the image quality of the image data is “medium”.

The transmit/receive unit 501 retrieves the session man-
agement table (FIG. 13) using the relaying device ID “111a”
as a retrieval key, to extract corresponding IP address
“1.2.1.2” of the relaying device 30a (step S88). The transmit/
receive unit 501 transmits quality data indicating the image
quality “medium” of the image data, which is determined at
step S87, to the relaying device 30a over the communication
network 2 through the management data session sei (step
S89). The quality data includes the IP address “1.3.2.4” of the
destination terminal (terminal 104b), which is used as a
retrieval key at step S86. Then, the change quality managing
unit 34 of the relaying device 30a stores the IP address
“1.3.2.4” of the terminal 10 as a relay address (destination
terminal (terminal 1045)), in connection with image quality
“medium” of the image data in the change quality manage-
ment table (FIG. 8) (step S90).

The terminal 10aa transmits the image data, including low
image quality, medium image quality, and high image quality,
and the audio data, to the relaying device 30a over the com-
munication network 2 through the call data session sed in a
substantially similar manner as described above at step S81
(step S91). The data quality checking unit 33 retrieves the
change quality management table (FIG. 8) using the IP
address “1.3.2.4” of the destination terminal (terminal 1045)
as a retrieval key to extract a corresponding image quality
“medium” of the image data to be relayed, to check the image
quality of the image data (step S92). In this embodiment, the
image quality of the image data is “medium”, which is lower
than the image quality of the image data that the transmit/
receive unit 31 received. Accordingly, the data quality chang-
ing unit 35 changes the image quality of the image data from
“high” to “medium” (step S93). Then, the transmit/receive
unit 31 transmits the image data, whose image quality is
changed to “medium”, and the audio data, as it is, to the
destination terminal (terminal 104b) over the communication
network 2 through the call data session (step S94). In this way,
when a delay occurs in receiving the data at the destination
terminal (terminal 104b), the relaying device 30a changes the
quality of the image data. This would suppress a user or a
participant of videoconference from feeling discomfort.

Referring to FIG. 30, operation of detecting a predeter-
mined event and transmitting detection result data that is
generated based on the detection result, performed by the log
management device 550q, is explained according to an
example embodiment of the present invention. The operation
of FIG. 30 is started after the transmission management
device 500 accepted the request for login and authenticated
the terminal 10aa (step S23 in FIG. 23). In such case, the
terminal 10 transmits data that requests the log management
device 550aq to detect the predetermined event. More specifi-

25

30

40

45

30

cally, in this example, the log management device 550 starts
detecting a predetermined event after accepting login of the
terminal 10. Alternatively, the log management device 550
may consistently detect the predetermined event.

In this example, the predetermined event includes any
event that may prevent the log management device 500 to
manage new log data using the log management table.
Examples of predetermined event include, but not limited to,
an event indicating that the log management device 550q is in
error or failure (“error”), an event indicating that the log
management device 5504 is in the state that is not temporarily
unavailable (“busy”), an event indicating that the log man-
agement table is in the process of being upgraded or backed
up (“maintenance”), and an error indicating that the network
connected to the log management device 550« is in failure
(“network error”).

In operation, referring to FIG. 30, the event detecting unit
552 sets a default value of the detection result data (step S101)
to one of the events that may be generated at the log manage-
ment device 550qa. For example, the event detecting unit 552
sets the detection result data to the “error” event by default.
The write/read processing unit 559 stores the detection result
data having the default value at a predetermined storage area
of the storage unit 5500.

The event detecting unit 552 determines whether the log
management device 550a has generated an event that matches
the predetermined event (step S102). When the log manage-
ment device 550a has generated an event that matches the
predetermined event at step S102, that is, when the predeter-
mined event is detected, the event detecting unit 552 produces
the detection result data based on the detection result (step
S103). For instance, when the “busy” event is detected at the
log management device 550, the event detecting unit 552
produces the detection result data “busy”. On the other hand,
when the log management device 550a has not generated any
event that matches the predetermined event at step S102, the
event detecting unit 552 produces the detection result data
“none” (step S104).

The event detecting unit 552 determines whether the detec-
tion result data produced at S103 is different from the default
detection result data stored at the predetermined storage area
(step S105). When these detection result data are different
(“YES” at S105), the write/read processing unit 559 updates
the default detection result data stored in the predetermined
storage area (step S106) with the detection result data that is
currently detected. For instance, if the default detection result
data, stored in the predetermined storage area, is “error”, and
the produced detection result data is “busy”; the write/read
processing unit 559 updates the detection result data “error”
to the detection result data “busy”. The transmit/receive unit
551 transmits the detection result data and the log manage-
ment device ID “A” of the log management device 550a to the
transmission approval data management device 570 (step
S108). In this manner, the detection result data is transmitted
to the transmission approval data management device 570, as
soon as the detection result data is updated. In this example,
the IP address “1.1.1.7” of the transmission approval data
management device 570 may be previously stored in a pre-
determined storage area of the storage unit 5500. Thus, the
detection result data may be transmitted using the IP address
of'the transmission approval data management device 570. It
is to be noted that although in this embodiment the transmit/
receive unit 551 transmits the detection result data to the
transmission approval data management device 570, the
transmit/receive unit 551 may alternatively transmit the
detection result data to the terminal 10aa directly.
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When these detection result data are the same at step S105
(“NO” at S105), the transmit/receive unit 551 determines
whether the predetermined time period has passed from the
time when the previous detection result data that is previously
detected is transmitted (step S107). When it is determined
that the predetermined time period has not passed at step S107
(“NO” at S107), the operation returns to S102 to cause the
event detecting unit 552 to detect a predetermined event (step
S102). In this manner, a number of events that can be detected
at the event detecting unit 552 increases at least within the
predetermined time period, when it is determined that the
detection result data has not been changed from the time when
the previous detection result data is transmitted. When it is
determined that the predetermined time period has passed
(“YES” at S107), the transmit/receive unit 551 transmits the
detection result data and the log management device ID “A”
of the log management device 550a to the transmission
approval data management device 570 (step S108).

When the detection result data is transmitted at step S108,
the operation returns to S102 to cause the event detecting unit
552 to detect a predetermined event (step S102) to repeat the
above-described steps.

Referring now to FIG. 31, operation of generating trans-
mission approval data and transmitting the transmission
approval data to the terminal 10, performed by the transmis-
sion approval data management device 570, is explained
according to an example embodiment of the present inven-
tion.

At S111, the transmit/receive unit 571 of the transmission
approval data management device 570 determines whether
the detection result data is received from the log management
device 550a. When the transmit/receive unit 571 of the trans-
mission approval data management device 570 receives the
detection result data from the log management device 550a
(“YES” at S111), the determining unit 572 determines, under
what condition, the terminal 10 should transmit the log data to
the log management device 550 (step S112) based on the
received detection result data. More specifically, in this
example, the determining unit 572 obtains, for each log type
data, the transmission approval data that is stored with respect
to the received detection result data from the detection result
data management table (FIG. 18). Referring to FIG. 18, when
the received detection result data is “busy”, the determining
unit 572 obtains the transmission approval data “approval”
for the log type “priority”, and the transmission approval data
“disapproval” for the log type “general”.

At S111, when the transmit/receive unit 571 determines
that the detection result data is not received from the log
management device 550a (“NO” at S111), the operation pro-
ceeds to S113 to determine whether a predetermine time
period has passed from the time at which the previous detec-
tion result data is received. When it is determined that the
predetermined time period has passed from the time at which
the previous detection result data is received (“YES” at
S113), the operation proceeds to S114.

At S114, the determining unit 572 generates the transmis-
sion approval data corresponding to the log management
device 550 having the log management device ID “A” to be
“disapproval”. In this example, the predetermined time
period may be set to any desired value that is longer than the
time period set at S107 of FIG. 30 as a time period in which
the log management device 550q transmits the detection
result data. In this manner, when the transmit/receive unit 571
has not received the detection result data for the predeter-
mined time period that is set longer than the time period at
which the log management device 5504 transmits the detec-
tion result data (“YES” at S113), it is determined that the log
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management device 550q is causing an error. Accordingly,
the determining unit 572 determines that the transmission
approval data to be disapproval at S114, causing the terminal
10 to not to send the log data to the log management device
550a.

The comparing unit 573 compares the transmission
approval data that is currently determined by the determining
unit 572 with the transmission approval data that is stored in
the device management table (FIG. 19) to determine whether
these results are different from each other (step S115). When
these results are the same (“NO” at S115), the operation
returns to S111 to cause the transmission approval data man-
agement device 570 to wait for new detection result data (step
S111). When these results are different (“YES” at S115), the
write/read processing unit 579 updates the transmission
approval data of the log management device 550a having the
management device ID “A” with the currently determined
transmission approval data (step S116). The transmit/receive
unit 571 obtains the terminal IP address that is stored with
respect to the log management device ID “A”, from the des-
tination terminal management table of FIG. 20 (step S117).
The transmit/receive unit 571 transmits the transmission
approval data of each log type data, and the log management
device ID “A”, using the obtained IP address (step S118).
When the transmission approval data is transmitted, the
operation returns to S111 to cause the transmit/receive unit
571 to perform operation of determining whether the detec-
tion result data is received from the log management device
550a (step S111).

Referring now to FIG. 32, operation of generating and
processing predetermined log data relating to a call data ses-
sion sed that is established between the terminal 10aa and
another terminal, performed by the terminal 10aa, will be
illustrated. In this example, the predetermined log data relat-
ing to the call data session sed is any log data that is generated
in relation to a predetermined process performed during the
call data session sed. Examples of the predetermined log data
include, but not limited to, the log data relating to a request for
starting the call data session sed (FIG. 24, step S42), a request
for ending the session, a request for permission to start, a
request for permission to end, interruption in transmitting the
image data, or interruption in transmitting the audio data. For
the descriptive purposes, in this example, it is assumed that
the log data is produced based on a request for a process
relating to the call data session that is accepted by the opera-
tion input accepting unit 12. In alternative to or in addition to
the log data relating to the call data session accepted by the
operation input accepting unit 12, the log producing unit 18
may produce any other desired log data, such as the log data
based on a process for transmitting the preparatory transmit
request data (FIG. 27A, step S63-1), which is not accepted by
the operation input accepting unit 12.

When the operation input accepting unit 12 of the terminal
10aa accepts a request for a process relating to the call data
session sed, the log producing unit 18 produces the log data
based on the contents of the process (step S121). In this case,
the operation input accepting unit 12 produces the log data
“invite” indicating the process relating to the start of the call
data session, “bye” indicating the process relating to the end
of'the call data session, “cancel” indicating the process relat-
ing to the cancellation of the request, or “mute” indicating the
process relating to interruption in transmitting the audio data.
The write/read processing unit 19 extracts the log type data
corresponding to the produced log data from the predeter-
mined storage area of the terminal 10 (step S122). In this
embodiment, when the produced log data is related to the
interruption for transmitting the audio data or the image data,
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the log type data “priority” is extracted. Otherwise, the log
type data “general” is extracted.

The selecting unit 20 refers to the storage management
table (FIG. 5) to determine whether the extracted log type data
of'the highest priority (the priority data “1”) log management
device has the transmission approval data “approval” (step
S123). When the transmission approval data is “approval” at
step S123 (““YES” at S123), the transmit/receive unit 11 trans-
mits the produced log data to the log management device
(step S124). When the transmission approval data is not
“approval” at step S123 (“NO” at S123), the selecting unit 20
determines whether there is the next highest priority log man-
agement device in the storage management table (step S125).
When there is the next highest priority log management
device (“YES” at S125), the selecting unit 20 determines
whether the extracted log type data of the next highest log
management device has the transmission approval data
“approval” at step S123. When there is no next highest prior-
ity log management device (“NO” at S125), the write/read
processing unit 19 stores the produced log data and informa-
tion indicating the current date and time to the temporary log
management table (FIG. 6) (step S126).

As described above, even when the terminal 10aa is not
able to transmit the log data to the highest priority log man-
agement device 550, the terminal 10aa is able to transmit the
log data to the next highest priority log management device
550 without causing delay in transmission. Further, in this
example, a priority in sending the log data relating to inter-
ruption in transmitting the audio data or the image data is set
higher than other type of data. In such case, the log manage-
ment device 550, which receives the high priority log data,
may send notification indicating the contents of the high
priority log data to a counterpart terminal 10 through the
management device 500. In this manner, when the transmis-
sion of the audio data or the image data is interrupted at the
terminal 10aa, the counterpart terminal 10 is able to receive
the log data indicating that transmission of data is interrupted,
from the transmission management device 500. Further,
when the terminal 10 cannot transmit even the high priority
log data to the log management device 550, the image display
control 145 of the terminal 10aa may display notification
indicating the contents of the high priority log data through
the display 120. For instance, when the terminal 10aa cannot
transmit the log data indicating interruption in transmitting
the audio data to the log management device 550, the terminal
10aa may display notification through the display 120. In this
manner, the user at the counterpart terminal 10 is able to see
the notification being displayed on the display 120 as such
information is transmitted through the call data session.

Referring now to FIG. 33, operation of transmitting the log
data stored in the temporary log management table to the log
management device 550, performed by the terminal 10aa, is
explained according to an example embodiment of the
present invention. The transmit/receive unit 11 of the terminal
10aa receives the transmission approval data and the log
management device ID “A”, which are transmitted from the
transmission approval data management device 570 at step
S117 in FIG. 31 (step S131). The write/read processing unit
19 of the terminal 10aa updates the transmission approval
data in the storage management table (FIG. 5) based on the
received transmission approval data and the log management
device ID “A” (step S132).

The transmit/receive unit 11 determines whether the log
data is stored in the temporary log management table (FIG. 6)
or not (step S133). When the log data is not stored in the
temporary log management table (“NO” at S133), the opera-
tion ends as there is not need to transmit the log data to the log
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management device 550. When the log data is stored in the
temporary log management table (“YES” at S133), the write/
read processing unit 19 refers to the temporary log manage-
ment table (FIG. 5) to determine whether the transmission
approval data that corresponds to the log management device
1D “A” is “approval” (step S134) for the log type data of the
stored log data.

When the transmission approval data is not “approval” at
step S134 (“NO” at S134), the operation ends without trans-
mitting the log data as the log management device 550a does
not manage the stored log data. When the transmission
approval data is “approval” at step S134 (“YES” at S134), the
transmit/receive unit 11 transmits the log data, which is stored
in the temporary log management table (FIG. 6), to the log
management device 550a (step S135), and the operation ends.

As described above, the log management system 55 detects
a predetermined event generated at the log management
device 550, and determines whether the terminal 10 should
transmit log data to the log management system 55 based on
the detection result. When this determination is changed, the
log management system 55 transmits the transmission
approval data indicating whether to transmit the log data, to
the terminal 10. In this manner, when the log management
device 550 is not available, the terminal 10 is caused not to
send log data but locally store the log data at least temporarily
according to the transmission approval data. Further, when
the log management device 550 is available, the terminal 10 is
caused to transmit log data, which is managed temporarily, to
the log management device 55 based on the received trans-
mission approval data. Further, in this example, the transmis-
sion approval data management device 570 transmits the
transmission approval data indicating whether to transmit the
log data, to the terminal 10, when the determination result is
changed based on the detection result indicating the prede-
termined event at the log management device 550.

Since the log data is managed at least locally at the terminal
10 when the log management device 550 is not available, and
the temporarily managed log data is sent to the log manage-
ment device 550 when the log management device 550
becomes available, the log data is managed more efficiently.
The above-describe example further reduces the work load on
the log management system 55 or the terminal 10, when
compared to the case in which the log management device
550 transmits the operating state at the log management
device 550 in response to an inquiry received from each
terminal 10.

Further, in this example, the transmission approval data
management device 570 manages the detection result data
indicating the detection result of the log management device
550, in association with the transmission approval data. The
determining unit 572 of the transmission approval data man-
agement device 570 determines whether the terminal 10
should transmit the log data to the log management device
550, by obtaining the transmission approval data correspond-
ing to the detection result data from the detection result data
management table. With this correspondence information,
the transmission approval data management device 570 is
ableto easily manage whether the terminal 10 should transmit
the log data to the log management device 550 based on the
detection result received from the log management device
550.

Further, in this example, the transmission approval data
management device 570 manages the detection result data in
association with the log type data indicating a type of the log
data. With this correspondence information, the transmission
approval data management device 570 is able to easily man-
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age whether the terminal 10 should transmit the log data to the
log management device 550 based on the type of the log data
to be transmitted.

Further, in this example, the log management device 550
receives the log data relating to the call data session “sed”,
through a session that is different from the call data session
“sed”. Therefore, even when the session between the terminal
10 and the log management device 550 is interrupted, the
terminal 10 may continue the call data session “sed”. Further,
when the terminal 10 receives the transmission approval data
indicating that the log data is to be transmitted to the log
management device 550 now available from the transmission
approval data management device 570, the terminal 10 is able
to instantly transmit the log data relating to the call data
session “sed” to the log management device 550.

Further, in this example, the transmission approval data
management device 570 classifies log type data into first log
type data and second log type data, and manages these types
of log type data with respect to the transmission approval
data. More specifically, in this example, the first log type data
is any log data relating to interruption in transmitting the
image data or the audio data, and the second log type data is
any other data. The transmission approval data management
device 570 manages the first log type data with respect to the
transmission approval data indicating that the log data is to be
transmitted, and the second log type data with respect to the
transmission approval data is not to be transmitted. With this
corresponding information, the terminal 10 transmits the log
data that is classified into the first log type data relating to
interruption in transmission of the image data or the audio
data, to the log management device 550, in high priority. In
this case, the log management device 550 receiving the log
data, transmits the contents of the log data to the counterpart
terminal 10 through the transmission management device
500. In this manner, the counterpart terminal 10 receives the
log data indicating interruption in data transmission from the
transmission management device 500.

Further, in this example, the log management device 550
detects the predetermined event of the log management
device 550 by itself, and transmits the detection result data
that is produced based on the detection result at a predeter-
mined time, such as once per a predetermined time period.
The transmission approval data management device 570 is
able to produce the transmission approval data, either based
on the detection result data that is transmitted from the log
management device, or based on determination indicating
that the detection result data is not received for a predeter-
mined time period.

Further, in this example, the transmission approval data
management device 570 manages the log management device
1D for identifying the log management device 550, in asso-
ciation with the transmission approval data of the log man-
agement device 550. Further, the transmission approval data
management device 570 manages the log management device
1D of the log management device 550 in association with the
terminal ID for identifying the terminal as a destination to
which the transmission approval data of the log management
device 550 is to be sent. With this correspondence informa-
tion, the transmission approval data management device 570
may easily manage the transmission approval data of two or
more log management devices 550. Even when any log man-
agement device 550 becomes unavailable, log data may be
managed using another log management device 550 that is
available.

Further, in this example, the terminal 10 temporarily man-
ages the log data, when it receives the transmission approval
data indicating not to transmit the log data to the log manage-
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ment system 55. In addition, the terminal 10 transmits the log
data that is temporarily managed, to the log management
device, when the terminal 10 receives the transmission
approval data indicating to transmit the log data to the log
management system 55. This prevents delay in transmitting
the log data.

Further in this example, the terminal 10 manages the log
management device 1D for identifying the log management
device as a destination to which the log data is transmitted, in
association with the priority data indicating a priority in
selecting the destination log management device from among
two or more log management devices. With this correspon-
dence information, the terminal 10 is able to easily select the
destination log management device from among two or more
log management devices, based on the transmission approval
data and the priority data.

As described above, the transmission system 1 of FIG. 1 is
able to reduce a number of relaying devices 30 that are can-
didate for relaying the image data or the audio data, by using
information available from environment. For example, even
when the transmission system 1 is able to obtain information
relating to the environment on which the LAN 2 is provided
such as the relaying device 30 IP address, the transmission
system 1 may not able to obtain information relating to the
environment on which the entire communication network 2
such as the Internet 2/ is provided. In view of this, using the
available information, the transmission system 1 selects one
relaying device that relays the preparatory transmit data at the
fastest rate, by transmitting the preparatory transmit data
through candidate relaying devices 30 before transmitting the
image data and the audio data between the terminals 10.

More specifically, the transmission system 1 selects two or
more relaying devices 30 whose IP address are close to that of
either one of request terminal 10 and destination terminal 10.
Therelaying device 30 that transmits the preparatory transmit
data at the fastest rate is selected from among two or more
candidate relaying devices 30, by transmitting the prepara-
tory transmit data between the requester terminal and the
destination terminal via each candidate relaying device.
Through the selected relaying device 30, the transmission
system 1 is able to transmit or receive the high quality image
data or audio data under current environment of the commu-
nication network 2.

In the embodiment described above, the management sys-
tem 50 does not only select the relaying device 30 having the
IP address that is close to that of the terminal 10 requesting a
videoconference, but also the relaying device 30 having the
maximum data transmission rate. In this manner, the relaying
device 30 is selected while taking into account the actual
environment of the communication network 2.

The relaying device 30 is selected from among the relaying
devices 30 having the on-line operating states. Therefore, it is
possible to narrow down to one relaying device 30 in a man-
ner that reflects the actual environment of the communication
network 2.

The transmission management system 50, or the program
providing system 90, may be implemented by a single com-
puter, or two or more computers, to perform the above-de-
scribed functions or operations. When a single computer con-
structs the program providing system 90, a program, which is
transmitted by the program providing system, may be divided
into two or more modules for transmission, or may be trans-
mitted without being divided. When two or more computers
construct the program providing system 90, the program may
be divided into two or more modules for transmission.

A recording medium storing any one of the terminal pro-
gram, relaying device program, transmission management
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device program, or a storage device such as the HD 204 that
stores any one of the terminal program, relaying device pro-
gram, and transmission management device program, or the
program providing system 90 provided with the HD 204
storing any one of the terminal program, relaying device
program, and transmission management device program,
may be distributed within the country or to another country as
a computer program product.

In the above-described examples, any one of the tables of
FIG. 9, FIG. 11, and FIG. 13 manages the stored information
in terms of the date and time at which the information is
received. Alternatively, any other information may be used to
manage information, for example, based on the time at which
the information is received.

In this embodiment, the relaying device IP address is man-
aged using the table of FIG. 9, and the terminal IP address is
managed using the table of FIG. 11, respectively. Alterna-
tively, these tables may manage identification information in
terms of FQDN (Fully Qualified Domain Name), if it is the
relaying device identification data that identifies the relaying
device 30 on the communication network 2, or the terminal
identification data that identifies the terminal 10 on the com-
munication network 2. In such case, the IP address corre-
sponding to the FQDN is obtained at a common DNS (Do-
main Name System) server. Further, the relaying device
identification data, which identifies the relaying device 30 on
the communication network 2, may be represented as “relay-
ing device access point data, which shows an access point of
the relaying device 30 on the communication network 2”, or
“relaying device address data, which shows an address to the
relaying device 30 on the communication network 2”. Simi-
larly, “the terminal identification data, which identifies the
terminal 10 on the communication network 2 may be repre-
sented as “terminal access point data, which shows an access
point of the terminal 10 on the communication network 2, or
“terminal address data, which shows an address to the termi-
nal 10 on the communication network 2

In this example, the transmission system 1 is implemented
as a videoconference system. Alternatively, the transmission
system 1 may be implemented as a phone system such as an
IP (Internet protocol) phone or a facsimile, or an Internet
phone or a facsimile. Further, the transmission system 1 may
be a car navigation system. In such case, one terminal 10
corresponds to a car navigation device that may be installed
onto a car, and another terminal 10 corresponds to a manage-
ment terminal provided at a management center for managing
car navigation or a car navigation device that may be installed
on another car. Further, the transmission system 1 may be an
image forming system. In such case, the terminal 10 corre-
sponds to an image forming device.

Further, in the above-described example, the log manage-
menttable is produced for each terminal ID for identifying the
terminal 10. Alternatively, the log management table may
manage the log data of two or more terminals, by storing the
terminal ID for identifying the terminal 10, the log ID for
identifying the log data, the log data, the session 1D, and the
date management data in association with one another.

Further, in the above-described embodiment, the image
data and the audio data are treated as an example of the
contents data. Alternatively, the contents data may include
touch data. In such case, a sense of touch, which is generated
by auser at one terminal, is transmitted to another terminal. In
addition, the contents data may include smell data. In such
case, a sense of smell at one terminal is transmitted to another
terminal. In addition, the contents data may be at least one of
the image data, the audio data, the touch data, and the smell
data.
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Further, the above-described example embodiments each
illustrate the case in which the videoconference is carried out
by the transmission system 1. Alternatively, the transmission
system 1 may be applied to perform any other type of meet-
ing, conversation within a family or friends, or to provide data
in one direction from one device to another device.

Numerous additional modifications and variations are pos-
sible in light of the above teachings. It is therefore to be
understood that within the scope of the appended claims, the
disclosure of the present invention may be practiced other-
wise than as specifically described herein.

With some embodiments of the present invention having
thus been described, it will be obvious that the same may be
varied in many ways. Such variations are not to be regarded as
a departure from the spirit and scope of the present invention,
and all such modifications are intended to be included within
the scope of the present invention.

For example, elements and/or features of different illustra-
tive embodiments may be combined with each other and/or
substituted for each other within the scope of this disclosure
and appended claims.

In one example, any one of the functions or operations
performed by the transmission terminal 10, the log manage-
ment device 550, and the transmission approval data manage-
ment device 570 may be performed in various other ways. For
example, in alternative to cause the log management device
550 to generate detection result data, the transmission
approval data management device 570 may generate detec-
tion result data based on a detection result indicating whether
any predetermined event is detected at the log management
device 550. Further, the transmission approval data manage-
ment device 570 may additionally manage priority data indi-
cating the degree of priority in selecting a log management
device to which the log data is to be transmitted (FIG. 5), for
each one of the plurality of transmission terminals 10. In such
case, the transmission approval data management device 570
may transmit the priority data, or information regarding a
destination to which the log data is to be transmitted, together
with the transmission approval data to the transmission ter-
minal 10 to cause the transmission terminal 10 to store such
information in the storage management table of FIG. 5. In a
substantially similar manner, when the transmission approval
data management device 570 determines that the log manage-
ment device 550 is not available as the predetermined event is
detected, the transmission approval data management device
570 may send an instruction to the transmission terminal 10 to
send at least the high priority log data to the counterpart
terminal 10 or any other device that is communicable such as
the management system 500.

Further, as described above, any one of the above-de-
scribed and other methods of the present invention may be
embodied in the form of a computer program stored in any
kind of storage medium. Examples of storage mediums
include, but are not limited to, flexible disk, hard disk, optical
discs, magneto-optical discs, magnetic tapes, nonvolatile
memory cards, ROM (read-only-memory), etc.

Alternatively, any one of the above-described and other
methods of the present invention may be implemented by
ASIC, prepared by interconnecting an appropriate network of
conventional component circuits or by a combination thereof
with one or more conventional general purpose microproces-
sors and/or signal processors programmed accordingly.

In one example, the present invention may reside in: a log
management system that receives and manages log data from
atransmission terminal that produces the log data, including:
event detecting means for detecting a predetermined event of
the log management system; determining means for deter-
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mining whether the transmission terminal transmits the log
datato the log management system based on a detection result
of the event detecting means; transmission approval data
management means for managing transmission approval data
indicating a determination result of the determining means;
comparing means for comparing the determination result cur-
rently determined by the determining means with a determi-
nation result indicated by the transmission approval data
managed by the transmission approval data management
means; and transmission approval data transmitting means
for transmitting the transmission approval data indicating the
determined result determined by the determining means, to
the transmission terminal, when the determination result
determined by the determining means is different from the
determination result indicated by the transmission approval
data managed by the transmission approval management
means.

In another example, the log management system further
includes: a detection result data management means that
manages detection result data indicating the detection result
of the event detecting means, in association with the trans-
mission approval data. The determining means obtains the
transmission approval data that corresponds to the detection
result data, from the detection result data management means.

In another example, in the log management system, the
detection result data management means manages the detec-
tion result data in association with the log type data indicating
atype of the log data, and the transmission approval data. The
determining means obtains the transmission approval data
that corresponds to the detection result data, for each log type
data, from the detection result data management means.

In another example, in the log management system, the
transmission terminal transmits data to another transmission
terminal. The log data relates to a session through which call
data including image data or audio data is transmitted
between the transmission terminals. The log management
system receives the log data from the transmission terminal
through a session, which is different from the session through
which the call data is transmitted.

In another example, the call data includes contents data.
The detection result data management means manages pre-
determined detection result data in association with first log
type data to which the log data relating to interruption in
transmitting the contents data belongs, and transmission
approval data indicating that the first log type data is to be
transmitted by the transmission terminal, and predetermined
detection result data in association with second log type data
to which the log data other than the log data of the first log
type data belongs, and transmission approval data indicating
that the second log type data is not to be transmitted by the
transmission terminal.

In another example, the log management system further
includes: a log management device and a transmission
approval data management device. The log management
device includes the event detecting means for detecting the
predetermined event of the log management system; and a
detection result data transmitting means for transmitting the
detection result data indicating the detection result of the
event detecting means, at each predetermined time. The trans-
mission approval data management device includes: detec-
tion result data receiving means for receiving the detection
result data; the determining means for determining whether
the transmission terminal is to transmit the log data to the log
management device, based on either the detection result data
or an elapsed time period counted from the time at which the
transmission approval data management device receives the
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previous detection result data; the transmission approval data
management means; and the transmission approval data
transmitting means.

In another example, the log management system includes a
plurality of the log management devices. The transmission
approval data management device includes device manage-
ment means for managing a log management device identifi-
cation for identifying the log management device, in associa-
tion with the transmission approval data; and destination
terminal management means for managing the log manage-
ment device identification in association with an destination
terminal identification for identifying the transmission termi-
nal as a destination to which the transmission approval data is
transmitted.

In another example, the present invention may reside in a
transmission system including: any one of the above-de-
scribed log management system, and a transmission terminal.
The transmission terminal includes: transmission approval
data receiving means for receiving the transmission approval
data; temporary log management means for temporarily man-
aging the log data when the transmission terminal does not
transmit the log data to the log management system based on
the transmission approval data; and log data transmitting
means for transmitting the temporarily managed log data
using the temporary log management means to the log man-
agement system based on the transmission approval data.

The transmission system further includes priority manage-
ment means for managing a destination device identification
for identifying the log management device as a destination to
which the log data is to be transmitted, in association with
priority data indicating the degree of priority, when the log
management device as the destination of the log data is
selected from a plurality of the log management devices; and
a selecting unit that selects the log management device as the
address of the log data based on the transmission approval
data and the priority data.

In another example, the present invention may reside in a
log management method implemented by a log management
system that receives and manages log data from the transmis-
sion terminal that produces the log data, the method including
the steps of: detecting the predetermined event of the log
management system; determining whether the transmission
terminal transmits the log data to the log management system
based on the detection result of the event detecting step;
managing transmission approval data indicating the result
determined by the determining step; and comparing the deter-
mination result determined by the determining step with a
determination result indicated by the transmission approval
data managed in the transmission approval data management
step, and transmitting the transmission approval data indicat-
ing the determined result determined by the determining, to
the transmission terminal, when the determined result by the
determining step is different from the determination result
indicated by the transmission approval data managed in the
transmission approval management step.

In another example, the present invention may reside in a
log management program product including a computer
usable medium having computer-readable codes embodied in
the medium for causing a computer to operate as each means
of the log management system described above.

In another example, the present invention may reside in a
log management system including a log management device
to receive log data generated by a transmission terminal a and
store the log data in a memory; and a data management
apparatus to manage transmission of the log data generated
by the transmission terminal from the transmission terminal
to the log management device. The log management device
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detects whether a predetermined event is generated at the log
management device at a predetermined time, and generates
detection result data indicating whether the predetermined
event is generated at the predetermined time. The data man-
agement apparatus receives the detection result data from the
log management device, determines whether the log data is to
be transmitted from the transmission terminal to the log man-
agement device based on the detection result data to generate
a determination result; store, in a memory, transmission
approval data having the determination result generated
based on the detection result data received from the log man-
agement device, and transmits the transmission approval data
having the determination result to the transmission terminal
to cause the transmission terminal to process the log data
according to the determination result of the transmission
approval data.

In another example, the present invention may reside in a
recording medium storing a plurality of instructions which,
when executed by a processor, cause the processor to perform
a method of managing transmission of log data generated by
a transmission terminal from the transmission terminal to a
log management device, the method including: receiving
detection result data indicating whether a predetermined
event is detected at the log management device; determining
whether the log data is to be transmitted from the transmission
terminal to the log management device based on the detection
result data to generate a determination result; storing, in a
memory, transmission approval data having the determina-
tion result generated based on the detection result data
received by the receive unit; and transmitting the transmission
approval data having the determination result to the transmis-
sion terminal to cause the transmission terminal to process the
log data according to the determination result of the transmis-
sion approval data.

The invention claimed is:

1. A data management apparatus to manage transmission of
log data generated by a transmission terminal from the trans-
mission terminal to a log management device, the apparatus
comprising:

a receiver to receive detection result data indicating
whether a predetermined event is detected at the log
management device;

processing circuitry configured to determine whether the
log data is to be transmitted from the transmission ter-
minal to the log management device based on the detec-
tion result data to generate a determination result;

a memory to store transmission approval data having the
determination result generated based on the detection
result data received by the receiver; and

a transmitter to transmit the transmission approval data
having the determination result to the transmission ter-
minal to cause the transmission terminal to transmit the
log data according to the determination result of the
transmission approval data,

the processing circuitry being further configured to com-
pare the determination result of the transmission
approval data stored in the memory with a new determi-
nation result of the transmission approval data that is
generated based on new detection result data received by
the receiver to generate a comparison result, and only
when the comparison result indicates that the determi-
nation result and the new determination result are dif-
ferent from each other, the transmitter transmits the
transmission approval data having the new determina-
tion result to the transmission terminal to cause the

15

20

25

30

35

40

45

55

60

65

42

transmission terminal to transmit the log data according
to the new determination result of the transmission
approval data,

the processing circuitry being further configured to deter-

mine whether the log data is to be transmitted from the
transmission terminal to the log management device
based on log type data indicating a type of log data
subjected for transmission in addition to the detection
result data to generate the determination result indicat-
ing whether the log data is to be transmitted from the
transmission terminal to the log management device for
each type of log data, and to generate the transmission
approval data for each type of log data having the deter-
mination result,

wherein the log data generated by the transmission termi-

nal is classified into first log type data that is generated in
relation to interruption in data transmission, and second
log type data other than the first log type data, and

the processing circuitry is further configured to generate

first transmission approval data having a determination
result indicating that the first log type data is to be
transmitted from the transmission terminal to the log
management device based on the detection result data,
and second transmission approval data having a deter-
mination result indicating that the second log type data is
not to be transmitted from the transmission terminal to
the log management device based on the detection result
data.

2. The data management apparatus of claim 1, wherein:

when the receiver does not receive detection result data for

a predetermined time period, the processing circuitry is
configured to generate a determination result indicating
that the log data is not to be transmitted from the trans-
mission terminal to the log management device.

3. The data management apparatus of claim 1, wherein:

the memory is further configured to store the transmission

approval data having the determination result generated
for each type of log data, in association with the log type
data.

4. The data management apparatus of claim 3, wherein the
log management device includes a plurality of log manage-
ment devices, and

the memory is further configured to store device identifi-

cation information for identifying one of the plurality of
log management devices in association with the trans-
mission approval data.

5. The data management apparatus of claim 4, wherein:

the memory is further configured to store destination ter-

minal identification information for identifying at least
one destination transmission terminal to which the trans-
mission approval data is transmitted from the data man-
agement apparatus.

6. The data management apparatus of claim 4,

the processing circuitry being further configured

to store priority data indicating a degree of priority in
selecting each one of the plurality of log management
devices in association with device identification infor-
mation for identifying each one of the plurality of log
management devices; and

select one of the plurality of log management devices as
a destination to which the log data is to be transmitted
based on the transmission approval data and the pri-
ority data, wherein

the transmitter is further configured to send information

indicating the selected one of the plurality of log man-
agement devices to the transmission terminal.
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7. The data management apparatus of claim 6, wherein:
the transmitter is further configured to send notification to
the transmission terminal to cause the transmission ter-
minal to send at least contents of the log data to a coun-
terpart transmission terminal through a session to trans-
mit call data to the counterpart transmission terminal, in
addition to transmitting the transmission approval data
having a determination result indicating that the log data
is not to be transmitted to the log management device.
8. A transmission system, comprising:
a transmission terminal to generate log data;
a log management device to store the log data, which is
received from the transmission terminal, in a first
memory; and
a data management apparatus to manage transmission of
the log data generated by the transmission terminal from
the transmission terminal to the log management device,
wherein:
the log management device is configured to:
detect whether a predetermined event is generated at the
log management device at a predetermined time, and

generate detection result data indicating whether the
predetermined event is generated at the predeter-
mined time, and
the data management apparatus is configured to:
receive the detection result data from the log manage-
ment device;

determine whether the log data is to be transmitted from
the transmission terminal to the log management
device based on the detection result data to generate a
determination result;

store, in a second memory, transmission approval data
having the determination result generated based on
the detection result data received from the log man-
agement device;

transmit the transmission approval data having the deter-
mination result to the transmission terminal to cause
the transmission terminal to transmit the log data
according to the determination result of the transmis-
sion approval data;

compare the determination result of the transmission
approval data stored in the second memory with a new
determination result of the transmission approval data
that is generated based on new detection result data
received to generate a comparison result, and only
when the comparison result indicates that the deter-
mination result and the new determination result are
different from each other, the data management appa-
ratus transmits the transmission approval data having
the new determination result to the transmission ter-
minal to cause the transmission terminal to transmit
the log data according to the new determination result
of the transmission approval data;

determine whether the log data is to be transmitted from
the transmission terminal to the log management
device based on log type data indicating a type of log
data subjected for transmission in addition to the
detection result data to generate the determination
result indicating whether the log data is to be trans-
mitted from the transmission terminal to the log man-
agement device for each type of log data, and to gen-
erate the transmission approval data for each type of
log data having the determination result; and

the log data generated by the transmission terminal is
classified into first log type data that is generated in
relation to interruption in data transmission, and sec-
ond log type data other than the first log type data, and
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the data management apparatus is configured to gen-
erate first transmission approval data having a deter-
mination result indicating that the first log type data is
to be transmitted from the transmission terminal to the
log management device based on the detection result
data, and second transmission approval data having a
determination result indicating that the second log
type data is not to be transmitted from the transmis-
sion terminal to the log management device based on
the detection result data.

9. The transmission system of claim 8, wherein the trans-
mission terminal includes:

a receiver to receive the transmission approval data from

the data management apparatus;
a temporary log storage to temporarily store the log data
when the transmission approval data has a determination
result indicating that the log data is not to be transmitted
to the log management device; and
a transmitter to transmit the temporarily stored log data to
the log management device when the receiver receives
transmission approval data having a determination result
indicating that the log data is to be transmitted to the log
management device.
10. The transmission system of claim 9, wherein the log
management device includes a plurality of log management
devices, and the transmission terminal further includes:
processing circuitry configured to
store priority data indicating a degree of priority in
selecting each one of the plurality of log management
devices in association with device identification infor-
mation for identifying each one of the plurality of log
management devices; and

select one of the plurality of log management devices as
a destination to which the log data is to be transmitted
based on the transmission approval data and the pri-
ority data.

11. The transmission system of claim 10, wherein:

the log data generated by the transmission terminal relates
to aprocess being performed during a session to transmit
call data between the transmission terminal and a coun-
terpart transmission terminal, and

the transmission terminal transmits the log data to the log
management device through a session that is different
from the session to transmit the call data.

12. The transmission system of claim 11, wherein:

the transmission terminal is further configured to send at
least contents of the log data to the counterpart transmis-
sion terminal through the session to transmit the call
data, when the transmission approval data received from
the data management apparatus has a determination
result indicating that the log data is not to be transmitted
to the log management device.

13. The transmission system of claim 8, wherein:

the data management apparatus is further configured to
determine whether the detection result data is not
received from the log management device for a prede-
termined time period, and generates a determination
result indicating that the log data is not to be transmitted
from the transmission terminal to the log management
device.

14. A method, implemented by a data management appa-
ratus, of managing transmission of log data generated by a
transmission terminal from the transmission terminal to a log
management device, the method comprising:

receiving detection result data indicating whether a prede-
termined event is detected at the log management
device;
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determining whether the log data is to be transmitted from
the transmission terminal to the log management device
based on the detection result data to generate a determi-
nation result;

storing, in a memory, transmission approval data having
the determination result generated based on the detec-
tion result data received in the receiving step;

transmitting the transmission approval data having the
determination result to the transmission terminal to
cause the transmission terminal to transmit the log data
according to the determination result of the transmission
approval data,

comparing the determination result of the transmission
approval data stored in the memory with a new determi-
nation result of the transmission approval data that is
generated based on new detection result data received by
the receiver to generate a comparison result, and only
when the comparison result indicates that the determi-
nation result and the new determination result are dif-
ferent from each other, the transmitting the transmission
approval data having the new determination result to the
transmission terminal to cause the transmission terminal
to transmit the log data according to the new determina-
tion result of the transmission approval data;
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determining whether the log data is to be transmitted from
the transmission terminal to the log management device
based on log type data indicating a type of log data
subjected for transmission in addition to the detection
result data to generate the determination result indicat-
ing whether the log data is to be transmitted from the
transmission terminal to the log management device for
each type of log data, and to generate the transmission
approval data for each type of log data having the deter-
mination result,

wherein the log data generated by the transmission termi-
nal is classified into first log type data that is generated in
relation to interruption in data transmission, and second
log type data other than the first log type data, and the
method includes generating first transmission approval
data having a determination result indicating that the
first log type data is to be transmitted from the transmis-
sion terminal to the log management device based on the
detection result data, and second transmission approval
data having a determination result indicating that the
second log type data is not to be transmitted from the
transmission terminal to the log management device
based on the detection result data.
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